NAS-IR-43070001


February 6, 2009

NAS-IR-43070001


February 6, 2009

[image: image1.png]



U.S.  Department

of Transportation

Federal Aviation 

Administration
U.S. Department of Transportation

Federal Aviation Administration

Interface Requirements Document

System-Wide Information Management (SWIM) Service Registry / User

Interface Requirements Document

Approval Signature Page

System-Wide Information Management (SWIM) Service Registry / User

Approval Signatures

	Name
	Organization
	Signature
	Date 

Signed

	Ahmad Usmani

	SWIM Project Organization

	
	

	
	User Project Organization(s) 


	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	NAS Requirements and Interface Management Group


	
	


	Revision Record

	REVISION

LETTER
	DESCRIPTION

	DATE

	ENTERED BY


	
	(Brief summary of change)
	(CCD Approval date)
	(Name of person editing the document)


Table of Contents
ivTable of Contents


vList of Figures


11
Scope


21.1
Summary


21.1.1.1
1.2 Subsystem Responsibility List


22.
Applicable Documents


22.1
Government Documents


32.2
Non-Government Documents


43
Interface Requirements


43.1
General Requirements


53.1.1
Security Requirements


63.2
Functional Requirements


63.2.1 Web Service Functional Requirements


63.2.1.1
User Registration


63.2.1.2
Services Publication


73.2.1.3
Services Inquiry


73.2.1.4
Subscription for Notification


73.2.1.5
 Metadata Management


73.2.1.6
Import/Export of Registry Data


73.2.2
 Application Processes and Web Service Requirements


83.2.2.1
Web Service Discovery


83.2.2.2
Web Service Information Transfer Requirements


93.2.2.3
Message Content Requirements


103.2.2.3.1
Inquiry Messages


123.2.2.3.2
Publishing Messages


143.2.2.3.3
Security Messages


153.2.2.3.4
Subscription Messages


163.2.2.4
Relationship among Messages


163.2.2.5
Quality of Service Requirements


163.2.2.6
Error Handling Requirements


183.2.2.7
Interface Summary Table


183.2.3
 Protocol Implementation


193.2.3.1 Application Layer Services


193.2.3.2
Transport Layer Services


193.2.3.3
Naming and Addressing


194.
Quality Assurance Provisions


194.1
Responsibility for Verification


194.2
Special Verification Requirements


194.3
Verification Requirements Traceability Matrix


215.
Preparation for Delivery


216.
Notes


216.1
Definitions


236.2
Abbreviations and Acronyms


25Appendix A. Major Data Structures, Data Elements and Attributes in Service Registry


32Appendix B. UDDI API XML Schema


32Appendix C. Registry WSDL


32Appendix D. UDDI Subscription Schemas




List of Figures

1Figure 1-1 High Level Implementation of Service Registry within SWIM Architecture Context


5Figure 3.1-1.  Use Case Diagram of Service Registry Operations


8Figure 3.2.2-1  Component Diagram of Application Processes


9Figure 3.2.2.2-1  Static Structure Diagram of the Service Registry Data Model.


18Figure 3.2.2.6-1 The structure diagram of Error Message


Figure 3.2.3-1   Service Registry protocols stack………………………………………19


1
Scope

This IRD provides the requirements for an interface between the SWIM Service Registry and SWIM users. It was prepared in accordance with FAA-STD-025f. 

The goal of the System Wide Information Management (SWIM) program is to achieve systems interoperability and information management for diverse Air Traffic Management (ATM) systems platforms and software implementations. A Service-Oriented Architecture (SOA) provides the most advanced approach for achieving these objectives. The SWIM program realizes SOA through the implementation of a Web Service technological paradigm. A service registry for managing web service descriptions is an integral part of this paradigm, as shown in Figure 1-1.

This document is intended to serve as a basis for the trade studies and evaluation of COTS service registry products capable of implementing requirements described herein.  The ensuing processes should result in selection and acquisition of a product.  That selected product may have some specific capabilities and characteristics. Subsequent documentation will have to be developed to cover detail in those areas.

This document does not specify any policies, rules or procedures that the SWIM services registration process may be subjected to.

This document also makes no provision on how the registry should be used across SWIM temporal implementation segments. For information on the role of a registry in SWIM segmental implementation, refer to SWIM architectural documentation.
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Figure 1-1   High Level Implementation of Service Registry within SWIM Architecture Context
1.1
Summary

This IRD defines the requirements for the interface between the SWIM Service Registry and its users. The requirements specify the information to be provided and methods to be used by service providers who publish their services in a registry, as well as the information and methods to be used by users who discover and retrieve service descriptions.  

1.1.1.1 1.2
Subsystem Responsibility List

	Agency
	Subsystem or User
	Common Name
	Responsible Office/Program

	FAA ATO
	SWIM Service Registry Component
	SWIM 
	ATO-W/SWIM

	FAA ATO
	Enroute Automation Modernization(ERAM)
	ERAM
	ATO-E/ERAM

	FAA ATO
	Integrated Terminal Weather System 
	ITWS
	ATO-T/ITWS

	FAA ATO
	Weather Message Switching Center Replacement 
	WMSCR
	ATO-W/WMSCR

	FAA ATO
	Traffic Flow Management System 
	TFMS
	ATO-R/TFMS


NOTE: Addition of future internal or external SWIM service registry users to the list will be covered in ensuing Interface Control Documents.
2.
Applicable Documents

 The following documents form a part of this IRD to the extent specified herein.  In the event of a conflict between the referenced documents and the contents of this IRD, this IRD shall be considered the superseding requirement.
2.1
Government Documents

FAA-STD-025f: Preparation of Interface Documentation
http://ato-p.se-apps.faa.gov/faastandards/ 

FAA-STD-039c: Standard Practice National Airspace System (NAS) Open System Architecture and Protocols 

http://ato-p.se-apps.faa.gov/faastandards/ 

FAA Order 1370.82a: Information Systems Security Program http://www.faa.gov/about/office_org/headquarters_offices/aio/library/
FAA Information System Security (ISS) Program Handbook

http://www.faa.gov/about/office_org/headquarters_offices/aio/library/

FAA Order 1375.1d: Information/Data Management Policy
http://www.faa.gov/about/office_org/headquarters_offices/aio/library/media/1375_1D_Final062606.pdf 

System Wide Information Management (SWIM) Final Program Requirements Segment 1 May 23, 2007 Revision 7.3

SWIM Services Specification Document (SvSD) Segment 1
Revision 1.1 March 19, 2008
2.2
Non-Government Documents
Web Services Architecture W3C Working Group Note, 11 February 2004

http://www.w3.org/TR/2004/NOTE-ws-arch-20040211
Reference Model for Service Oriented Architecture 1.0: OASIS Standard, 12 October 2006

http://docs.oasis-open.org/soa-rm/v1.0/soa-rm.html
OASIS, Universal Description, Discovery and Integration (UDDI)

Version 3.0 Published Specifications, 19 July 2002

http://www.oasis-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3
UDDI API Schema: uddi_v3.xsd

http://uddi.org/schema/uddi_v3.xsd
Network Working Group Request for Comments: 2396. Uniform Resource Identifiers (URI): Generic Syntax, August 1998

http://www.ietf.org/rfc/rfc2396.txt
Extensible Markup Language (XML) 1.0
http://www.w3.org/TR/1998/REC-xml-19980210.html
Hypertext Transfer Protocol -- HTTP/1.1

http://www.w3.org/Protocols/HTTP/1.1/rfc2616.pdf
Web Services Description Language (WSDL) Version 2.0 Part 2: Message Exchange Patterns W3C Working Draft 26 March 2004

http://www.w3.org/TR/2004/WD-wsdl20-patterns-20040326
Basic Profile Version 1.0: Final Material 04/16/2004
http://www.ws-i.org/Profiles/BasicProfile-1.0-2004-04-16.html
RFC-2828: Internet Security Glossary, Network Working Group, May 2000 

http://www.ietf.org/rfc/rfc2828.txt
ISO/IEC 11179, Information Technology – Metadata Registries (MDR), Parts 1 - 6

http://metadata-standards.org/11179/
The Gartner Glossary of Information Technology Acronyms and Terms, Gartner, Inc. 2004
3
Interface Requirements

This section provides the requirements for the SWIM Service Registry / User interface. 

3.1
General Requirements

This section describes general requirements for the SWIM service registry interface and interaction between the registry and its users.  The concept of the registry’s operational environment as derived from the functional requirements for interface management defined in section B.2 of the SWIM SvSD is briefly expressed in the following use case scenario and associated diagram (Figure 3.1-1).

	Actors:
	

	Publisher
	Any client who places one or more Web services-related resource description in a registry.

	Consumer
	Any client who retrieves Web services-related resource descriptions from a registry.

	Administrator
	A person or group who sets the policies for a registry and is responsible for service registration functions and registry operations.


Preconditions: 

Policies for information access control, registration, life-cycle management, and other policies which the registry is subject to have been established by governing authorities.

Use cases:

· A SWIM user, who can be either a Publisher or a Consumer, registers with a service registry. 

· The Publisher publishes a service description to the service registry. 

· The Administrator ensures that the service description is in accordance with service registration policies.

· A Consumer discovers a service description by browsing or querying the service registry.
· A Consumer retrieves a service description or some of its attributes.

· The Administrator maintains access control policies, thereby ensuring that only an authorized user can access the service registry.

· During the service development life cycle, the Publisher updates the service description.
· The Administrator ensures that the procedure for modifying the service description is consistent with established configuration management policies. 
· The Consumer subscribes to (i.e., records his interest in) receiving information about changes that may occur in the registry. 
· The Consumer either requests information about changes which have occurred in a certain area of interest in a selected period of time or automatically receives notification when changes occur, depending on whether a “pull” or “push” pattern is implemented.
· The Administrator creates and updates categorization schemes (taxonomies) to facilitate and enhance discovery.  
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Figure 3.1-1   Use Case Diagram of Service Registry Operations
3.1.1
Security Requirements

R0001 The service registry SHALL comply with FAA Order 1370.82A, Information System Security Program, as amended.

R0002 The service registry SHALL comply with NIST FIPS Publication 200, Minimum Security Requirements for Federal Information and Information Systems, Identification and Authentication requirements.
R0003 The service registry SHALL comply with NIST FIPS Publication 200, Minimum Security Requirements for Federal Information and Information Systems, Access Control requirements.
3.2
Functional Requirements
This subsection describes the functional requirements of the SWIM Service Registry / User interface.
3.2.1 Web Service Functional Requirements

R0004 The service registry SHALL provide a Graphical User Interface (GUI) front end to all registry functionalities described herein..

R0005 The service registry SHALL support implementation of functionalities through the set of Application Programming Interface (API) messages described in section 3.2.2.3 of this document. 

R0006 All functionalities described in this section SHALL be supported through both API and GUI interfaces.

The service registry functionalities can be grouped in the following categories:

· User registration

· Services publication
· Services inquiry
· Subscription for notification

· Metadata management

· Import/export of registry data
3.2.1.1
User Registration

R0007 The service registry SHALL permit a user to register as a service publisher, a service consumer, or both.
3.2.1.2
Services Publication

R0008 The service registry SHALL allow a service publisher to publish information about a business, services that business has to offer, and technical descriptions of the services.  
Refer to section “3.2.2.3.2 Publishing messages” for detailed descriptions.
R0009 The service registry SHALL allow a user to maintain a published service description based on the user’s authority and relevance to service ownership. 

R0010 The service registry SHALL ensure that information comprising a published service description is fully compliant with the UDDI v3.0 specification.

R0011 In addition to the taxonomies required by UDDI v3.0, customizable taxonomies SHALL also be allowed.
3.2.1.3
Services Inquiry

R0012 The service registry SHALL allow a user to browse the registry’s contents.

R0013 The registry SHALL allow a user to query the Registry as described in section 3.2.2.3 of this document. 
Refer to section “3.2.2.3.1 Inquiry messages” for detailed descriptions.
3.2.1.4
Subscription for Notification

R0014 The service registry SHALL allow a user to subscribe, i.e., record his/her interest in receiving information concerning changes made or to be made to the registry. 

R0015 The service registry SHALL notify a subscribed user when changes to the registry are planned or have occurred.
Refer to section “3.2.2.3.4 Subscription messages” for detailed descriptions.
3.2.1.5
 Metadata Management

R0016 The service registry SHALL allow a user to create and manage a customizable taxonomy based on the user’s authority and relevance to service ownership. 

3.2.1.6
Import/Export of Registry Data

R0017 In order to interact with other open access registries, the service registry SHALL provide export/import capabilities for registry resources.
R0018 The export/import data and/or query SHALL be rendered as an XML document fully compliant with UDDI v.3 replication schema [http://www.oasis-open.org/committees/uddi-spec/doc/spec/v3/schema/uddi_v3replication.xsd].
3.2.2

Application Processes and Web Service Requirements

The application processes in the service registry are defined as follows:

· Inquiry

· Publication

· Security

· Subscription
· Replication
Every application process extends an API comprised of a collection of messages. For the complete structure of all messages, see the registry WSDL in Appendix C.  For the description and definition of messages used in the service registry, see section 3.2.2.3 of this document. 

Figure 3.2.2-1 depicts the application processes. Note that a consumer needs to implement a Subscription Listener interface in order to receive a notification as an asynchronous call. 
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Figure 3.2.2-1   Component Diagram of Application Processes
3.2.2.1
Web Service Discovery 
This IRD imposes no requirements on Web Service Discovery.

NOTE: The SWIM service registry provides a web service whose main function is to enable the registry discovery process. As such, it should be discovered through some means other than querying the SWIM service registry itself.  The two ways by which users will discover the SWIM service registry are as follows:

· Deploy static binding to known registry end point(s) through SWIM artifacts. 
· Use other registries to discover the SWIM service registry. For example, some other FAA service registries, which are currently in design stage, will reference the SWIM service registry as an affiliated registry.  
3.2.2.2
Web Service Information Transfer Requirements

This section provides an overview of data that are stored in the registry, the ways these data are structured, and how these data structures/elements are accessed and modified through a variety of messages.   All data structures and messages are fully described in the UDDI API schema that is a part of the UDDI v3.0 specification.  Figure 3.2.2.2-1 is a UML representation of the registry data structures and elements with their attributes as defined in UDDI API XML schema mentioned above. A complete copy of the schema is given in Appendix B. 
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Figure 3.2.2.2-1   Static Structure Diagram of the Service Registry Data Model.

3.2.2.3
Message Content Requirements
The UDDI v3.0 specification presents the set of API needed to standardize the content of messages exchanged between the registry and registry users. This IRD takes the messages defined in UDDI (API Schema: uddi_v3.xsd) as a baseline for message API for the SWIM service registry.

R0019 All messages either sent or received by the SWIM service registry SHALL conform to definitions provided in subsections 3.2.2.3.1 through 3.2.2.3.4. 

NOTE: every message described in the following subsections may include an authInfo element (element that contains an authentication token). Whether this information is to be supplied as a part of the message, as a part of the SOAP envelope, or in some other way will be defined by security policies which are TBS. 

NOTE: for every message described in the following sections, the success scenario is assumed and the returned value is shown in the column labeled “Returns”.  Should a request fail, then an error is returned.  For information on error context and structure see section 3.2.2.6, Error Handling Requirements.

3.2.2.3.1 Inquiry Messages

For more details on structure and usage for the messages described below refer to Appendix A and section 5.1 Inquiry API Set of UDDI v.3.0 specification.
	UDDI Name
	Description
	Arguments
	Returns

	find_binding
	Used to locate bindings within or across one or more registered businessServices.
	categoryBag

findQualifiers

find_tModel

listHead

maxRows

serviceKey

tModelBag
	 bindingDetail structure.  

	find_business
	Used to locate information about one or more businesses.
	categoryBag

discoveryURLs

identifierBag

findQualifiers

find_tModel

listHead

maxRows

name

tModelBag
	 businessList structure.

	find_relatedBusinesses
	Used to locate information about businessEntity registrations that are related to a specific business entity whose key is passed in the inquiry.  
	businessKey

findQualifiers

fromKey

keyedReference

listHead

maxRows

toKey
	businessEntity structure 

	find_service
	Used to locate specific services within registered business entities.  
	businessKey

categoryBag

findQualifiers

find_tModel

listHead

maxRows

name

tModelBag
	serviceList structure.  

	find_tModel
	Used to locate one or more tModel information structures.  
	categoryBag

findQualifiers

identifierBag

listHead

maxRows

name
	tModelList structure.  

	get_bindingDetail
	Used to get bindingTemplate information suitable for making service requests.  
	bindingKey
	bindingDetail structure.

	get_businessDetail
	Used to get the businessEntity information for one or more businesses or organizations.  
	businessKey:
	businessDetail structure.  

	get_operationalInfo
	Used to retrieve operational information pertaining to one or more entities in the registry.  
	entityKey
	operationalInfos structure.  

	get_serviceDetail
	Used to get full details for a given set of registered businessService data.  
	serviceKey
	serviceDetail structure.  

	get_tModelDetail
	Used to get full details for a given set of registered tModel data.  
	tModelKey
	tModelDetail structure.  


3.2.2.3.2 Publishing Messages
For more details on structure and usage for the messages described below refer to Appendix A and section 5.2 Publication API Set of UDDI v.3.0 specification.

	UDDI Name
	Description
	Arguments
	Returns

	add_publisherAssertions
	Used to add relationship assertions to the existing set of assertions.
	publisherAssertion
	Empty message

	delete_binding
	Used to remove an existing bindingTemplate from the registry.
	bindingKey
	Empty message

	delete_business
	Used to delete existing businessEntity information from the registry.
	businessKey
	Empty message

	delete_publisherAssertions
	Used to delete specific publisher assertions from the assertion collection controlled by a particular publisher.  
	publisherAssertion
	Empty message

	delete_service
	Used to delete an existing businessService from the registry.
	serviceKey
	Empty message

	delete_tModel
	Used to hide existing information about a tModel.  Any tModel hidden in this way is still usable for reference purposes and accessible via the get_tModelDetail API, but is hidden from find_tModel result sets.  There is no specified way to delete a tModel.
	tModelKey
	Empty message

	get_assertionStatusReport
	Used to get a status report containing publisher assertions and status information.  This report is useful to help an administrator manage publisher assertions. 
	completionStatus
	Returns an 

assertionStatusReport 
that includes the 
status of all assertions 
made involving any 
businessEntity 
controlled by the 
requesting publisher.

	get_registeredInfo
	Used to request an abbreviated list of businesses and tModels currently managed by a given publisher.
	infoSelection
	registeredInfo structure

	save_binding
	Used to register new bindingTemplate information or to update existing bindingTemplate information.
	bindingTemplate:
	Empty message

	save_business
	Used to register new businessEntity information or update existing businessEntity information.  
	businessEntity
	Empty message

	save_service
	Used to register or update complete information about a businessService.
	businessService
	Empty message

	save_tModel
	Used to register or update information about a tModel.
	tModel
	Empty message

	set_publisherAssertions
	Used to save the complete set of publisher assertions for an individual publisher.  Replaces any existing assertions, and causes any old assertions that are not reasserted to be removed from the registry.
	publisherAssertion
	Empty message


3.2.2.3.3 Security Messages

For more details on structure and usage for the messages described below refer to Appendix A and section 5.3 Security Policy API Set of UDDI v.3.0 specification.

	UDDI Name
	Description
	Arguments
	Returns

	discard_authToken
	Used to inform a node that a previously obtained authentication token is no longer required and should be considered invalid if used after this message is received.
	authInfo
	Empty message

	get_authToken
	Used to request an authentication token.
	userID

cred
	Empty message


3.2.2.3.4 Subscription Messages

For more details on structure and usage for the messages described below refer to Appendix D and section 5.5 Subscription API Set of UDDI v.3.0 specification.

	UDDI Name
	Description
	Arguments
	Returns

	delete_subscription
	Cancels an existing subscription. 
	subscriptionKey
	Empty message

	get_subscriptions
	Allows retrieving the complete list of existing subscriptions owned by the subscriber.
	chunkToken

coveragePeriod

subscriptionKey
	Zero or more Subscription structures

	save_subscription
	Registers a request to monitor specific registry content and to have the registry periodically notify the subscriber when changes are available. 
	bindingKey

brief

expiresAfter

maxEntities

subscriptionFilter

subscriptionKey

notificationInterval
	Subscriptions structure

	notify_subscriptionListener
	Enables the node to deliver notifications to subscription listeners by invoking a Web service.
	subscriptionResultsList: 
	Empty message. Note that this is being returned by the client.


3.2.2.4
Relationship among Messages

R0020 All messages, except message notify_subscriptionListener, SHALL behave synchronously. 

R0021 All messages, except message notify_subscriptionListener, SHALL implement In-Out pattern. (See “Web Services Description Language (WSDL) Version 2.0 Part 2: Message Exchange Patterns” Section 3.3 for definition of the pattern.) 

R0022 Message notify_subscriptionListener, when used, SHALL behave asynchronously.

R0023 Message notify_subscriptionListener SHALL implement Out-In pattern. (See “Web Services Description Language (WSDL) Version 2.0 Part 2: Message Exchange Patterns” Section 3.7 for definition of the pattern.) 

3.2.2.5
Quality of Service Requirements
Qualities of Service requirements are TBS.
3.2.2.6
Error Handling Requirements

R0024 Each message call SHALL either succeed completely or fail completely, i.e., it shall be “atomic” from a caller perspective.

R0025 Partial results SHALL not be returned.

R0026 If any application level error occurs in processing a request message, a dispositionReport element SHALL be returned to the caller within a SOAP fault report.

Table 3.2.2.6-I lists elements and attributes which constitute SOAP error messages as they are defined in UDDI v3.0 specifications section 4.8. Figure 3.2.2.6-1 depicts the structure of such error messages.    

Table 3.2.2.6-I Error Message Elements and Attributes
	Element/attribute Name
	Definition
	Data Type

	dispositionReport
	Non-empty list of error conditions, each described in a result element.
	Object

	truncated
	dispositionReport attribute that indicates whether error conditions occurred that are not listed in the dispositionReport
	boolean

	result
	Detailed error reports on specific error condition
	Object

	errno
	Error number
	string

	errCode
	Error code
	string 

	errInfo
	Contains a string that describes the error condition in more detail. 
	Object
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Figure 3.2.2.6-1   Error Message structure diagram 
3.2.2.7
Interface Summary Table
This IRD imposes no explicit Interface Summary Table requirements.
3.2.3

Protocol Implementation
Figure 3.2.3-1 depicts the protocols stack used by the Service Registry.    
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Figure 3.2.3-1   Service Registry protocols stack

R0027 All messages between clients and registry and vice versa SHALL use SOAP messaging protocol. 

3.2.3.1 Application Layer Services
R0028 The Application Layer SHALL be compliant with the sets of APIs defined in UDDI v.3.0. Refer to Appendix B for UDDI API XML Schema. See section 3.2.2.3 for detailed description of the API. 
3.2.3.2
Transport Layer Services
R0029 All registry messages SHALL use HTTP version 1.1 as a transport protocol. 

See FAA-STD-039 for definitions and topology of network layers which underlie the transport layer. 
3.2.3.3
Naming and Addressing
 TBS
4.
Quality Assurance Provisions
Government or contractors responsible for verification activities are expected to develop or acquire a client capable of interacting with the registry via APIs. This client along with a GUI client supplied by the registry manufacturer should be able to support all requirements as described in the requirements section of this document. 
4.1
Responsibility for Verification
The government is responsible for developing and verifying requirements for each project.  The government may delegate verification activities to other organizations, independent contractors, and/or the major prime contractor.
4.2
Special Verification Requirements
R0030 The registry SHALL be compliant with WS-I Basic Profile. 
4.3
Verification Requirements Traceability Matrix
D=Demonstration   A=Analysis   I=Inspection   T=Test   X=Not Applicable
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	Site Level
	Remarks

	3.1 General Requirements
	
	
	
	

	3.1.1 Security Requirements
	
	
	
	

	R0001 
	A
	A
	A
	

	R0002
	D
	D
	D
	

	R0003 
	D
	D
	D
	

	3.2 Functional Requirements
	
	
	
	

	3.2.1 Web Service Functional Requirements
	
	
	
	

	R0004
	D
	D
	D
	

	R0005
	D
	D
	D
	

	R0006
	D
	D
	D
	

	3.2.1.1 User Registration
	
	
	
	

	R0007
	D
	D
	D
	

	3.2.1.2 Services Publication
	
	
	
	

	R0008
	D
	D
	D
	

	R0009
	D
	D
	D
	

	R0010
	D
	D
	D
	

	R0011
	D
	D
	D
	

	3.2.1.3 Services Inquiry
	
	
	
	

	R0012
	D
	D
	D
	

	R0013
	D
	D
	D
	

	3.2.1.4 Subscription for Notification
	
	
	
	

	R0014
	D
	D
	D
	

	R0015
	D
	D
	D
	

	3.2.1.5 Metadata Management
	
	
	
	

	R0016 
	D
	D
	D
	

	3.2.1.6 Import/Export of Registry Data
	
	
	
	

	R0017 
	D
	D
	D
	

	R0018 
	D
	D
	D
	

	3.2.2  Application Processes and Web Service Requirements
	
	
	
	

	3.2.2.1 Web Service Discovery
	
	
	
	

	3.2.2.2 Web Service Information Transfer Requirements
	
	
	
	

	3.2.2.3 Message Content Requirements
	
	
	
	

	R0019 
	A
	A
	A
	

	3.2.2.3.1 Inquiry Messages
	
	
	
	

	3.2.2.3.2 Publishing Messages
	
	
	
	

	3.2.2.3.3 Security Messages
	
	
	
	

	3.2.2.3.4 Subscription Messages
	
	
	
	

	3.2.2.4 Relationship among Messages
	
	
	
	

	R0020 
	D
	D
	D
	

	R0021
	D
	D
	D
	

	R0022
	D
	D
	D
	

	R0023
	D
	D
	D
	

	3.2.2.5 Quality of Service Requirements
	
	
	
	

	3.2.2.6 Error Handling Requirements
	
	
	
	

	R0024
	D
	D
	D
	

	R0025
	D
	D
	D
	

	R0026 
	D
	D
	D
	

	3.2.2.7
Interface Summary Table
	
	
	
	

	3.2.3 Protocol Implementation
	
	
	
	

	R0027
	A
	A
	A
	

	3.2.3.1 Application Layer Services
	
	
	
	

	R0028
	A
	A
	A
	

	3.2.3.2 Transport Layer Services
	
	
	
	

	R0029
	A
	A
	A
	

	3.2.3.3
Naming and Addressing
	
	
	
	

	4. Quality Assurance Provisions
	
	
	
	

	4.1 Responsibility for Verification
	
	
	
	

	4.2 Special Verification Requirements
	
	
	
	

	R0030
	A
	A
	A
	


5.
Preparation for Delivery
This IRD imposes no explicit Preparation for Delivery requirements.
6.
Notes

6.1
Definitions
	Administrator
	A person or group who sets the policies for a registry and is responsible for service registration functions and registry operations.


	Agent 
	See Software agent.


	Application Program Interface (API)

	A set of calling conventions that defines how a service is invoked through software. [Gartner]

	Asynchronous
	An interaction is said to be asynchronous when the associated messages are chronologically and procedurally decoupled. For example, in a request-response interaction, the client agent can process the response at some indeterminate point in the future when its existence is discovered. [WS Arch]


	Authentication
	The process of verifying an identity claimed by or for a system entity. [RFC 2828]



	Client
	Software or a person who makes use of a Web service.


	Consumer
	Any client who retrieves Web services-related resource descriptions from a registry.


	Discovery service
	A service that enables agents to retrieve Web service-related resource descriptions. [WS Arch]


	Graphical User Interface (GUI)
	A graphics-based interface that uses icons, menus and mouse clicks to manage user interaction with a system. [Gartner]


	Metadata
	Data that defines or describes other data. [ISO 11179-1:2004]


	Message
	A basic unit of communication between a Web service and a client; data to be communicated to or from a Web service as a single logical transmission.


	Publisher
	Any client who places one or more Web services-related resource descriptions in a registry.   


	Repository
	A collection of resources accessible over an internet.


	Resource
	An object of information that is available on an internet and identified by a unique Uniform Resource Identifier.


	Registry
	An enabling infrastructure that uses a formal registration process to store, catalog, and manage metadata relevant to the services. A registry supports the search, identification, and understanding of resources, as well as query capabilities. 


	Service


	1. Component performing a task.

2. See Web Service. [WS Arch]


	Service-Oriented Architecture
	A paradigm for organizing and utilizing distributed capabilities that may be under the control of different ownership domains. It provides a uniform means to offer, discover, interact with and use capabilities to produce desired effects consistent with measurable preconditions and expectations. [OASIS Standard]


	Software agents
	The running programs that drive Web services - both to implement them and to access them. [WS Arch]


	Synchronous
	An interaction is said to be synchronous when the participating agents must be available to receive and process the associated messages from the time the interaction is initiated until all messages are actually received or some failure condition is determined. [WS Arch]  I.e., the client waits for a SOAP response each time the operation is invoked.


	Taxonomy
	A system or controlled list of values by which to categorize or classify objects. 


	Uniform Resource Identifier (URI)
	A compact string of characters for identifying an abstract or physical resource. [RFC 2396]


	User
	A computer, subsystem, or other entity that employs the services of a telecommunication system or information processing system to transfer information.  A user functions as a source or final destination of information or as both. [FAA-STD-025f]


	Web Service
	A self-describing, self-contained, modular unit of software application logic that provides defined business functionality.  Web services are consumable software services that typically include some combination of business logic and data. [FAA Order 1375.1d]



6.2
Abbreviations and Acronyms
	API
	Application Programming Interface


	GUI
	Graphical User Interface

	IRD
	Interface Requirements Document

	ICD
	Interface Control Document

	SOA
	Service-Oriented Architecture

	SOAP
	Simple Object Access Protocol

	SvSD
	Services Specification Document

	TBS
	To Be Supplied

	UDDI
	Universal Description, Discovery, and Integration

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XML
	Extensible Markup Language

	WSDL
	Web Services Description Language


Appendix A. Major Data Structures, Data Elements and Attributes in Service Registry

Table A-I Major Data Structures
	Element/Attribute name
	Description
	Obligations
	Data Type
	Length

	accessPoint
	An attribute-qualified URI, typically a URL, representing the network address of the Web service being described.
	Required
	string
	4096

	addressLine
	A part of the actual address in text form.
	Optional
	string
	80

	authInfo
	Contains an authentication token.
	Optional
	Object
	 

	bindingKey
	A string that uniquely identifies a bindingTemplate.
	Required
	anyURI
	255

	bindingTemplate
	The technical information necessary to use a particular Web service.
	Optional
	Object
	 

	brief
	An element that indicates the level of detail returned to a subscription listener. 
	Optional
	 Boolean
	 

	businessEntity
	A business or other organization that typically provides Web services.
	Optional
	Object
	 

	businessKey
	A string that uniquely identifies a businessEntity.
	Required
	anyURI
	255

	businessService
	A collection of related Web services offered by an organization described by a businessEntity.
	Optional
	Object
	 

	categoryBag
	List of category references in the form of keyedReference elements and keyedReferenceGroup structures.
	Optional
	 Object
	 

	chunkToken
	An element that is used to retrieve subsequent groups of data when the first call indicates more data is available.
	Optional
	 Object
	 

	completionStatus
	An element that lets the publisher restrict the result set to only those relationships that have the specified status value.
	Optional
	 Object
	 

	coveragePeriod
	A structure that defines the time period over which the most recent changes in node data are compared with the subscription criteria in order to produce the result set.
	Optional
	 Object
	 

	cred
	The password or credential that is associated with the user.
	Required
	 string
	 

	deleted
	A field that indicates whether the tModel is logically deleted.
	Optional
	Boolean
	 

	description
	Statement describing a data element in potentially multiple languages in human comprehensible syntax.
	Optional
	string
	255

	discoveryURL
	List of Uniform Resource Locators (URL) that point to alternate, file based service discovery mechanisms.
	Optional
	anyURI
	4096

	email
	An email address for the contact.
	Optional
	string
	255

	entityKey
	A string that uniquely identifies a businessEntity.
	Required
	anyURI 
	 4096

	expiresAfter
	An element that allows subscribers to specify the period of time for which they would like the subscription to exist.
	Optional
	 dateTime
	 

	find_tModel
	Used as an argument to provide an alternative or additional way of specifying tModelKeys.
	Optional
	 Object
	 

	findQualifier
	Either a tModelKeys or may be referenced by a string containing a "short name"
	Optional
	 string
	

	findQualifiers
	This optional collection of findQualifier elements can be used to alter the default behavior of search functionality.
	Optional
	 Object
	 

	fromKey
	The businessEntity key that uniquely identifies the “first” from two business entities between which an assertion was made.
	Required
	anyURI
	255

	identifierBag
	A list of keyedReference structures, each representing a single identification.
	Optional
	 Object
	

	infoSelection
	An argument that represents an enumerated choice that determines which tModels are returned.
	Required
	string
	

	instanceParms
	A string that contains settings or parameters related to the proper use of a tModelInstanceInfo.
	
	string
	8192

	keyedReference
	A element consisting of the three attributes tModelKey, keyName and keyValue. The required tModelKey refers to the tModel that represents the identifier system, and the required keyValue contains the actual identifier within this system. The optional keyName may be used to provide a descriptive name for the identifier.
	Optional
	Object
	

	keyedReferenceGroup
	A simple list of keyedReference structures that logically belong together.
	
	
	

	keyName
	Human readable name of the category system.
	Optional
	string
	255

	keyValue
	The actual category code within the specified category system.
	Required
	string
	255

	listHead
	This element is used to indicate which item should be returned as the head of the list.
	Optional
	int
	

	maxEntities
	An element that specifies the maximum number of entities in a notification returned to a subscription listener.
	Optional
	int
	

	maxRows
	This optional integer value allows the requesting program to limit the number of results returned.
	Optional
	int
	

	name
	Designation of element object or element by a linguistic expression potentially in multiple languages.
	Optional
	string
	255

	notificationInterval
	An element that specifies how often change notifications are to be provided to a subscriber.
	Optional
	xsd:duration
	

	overviewURL
	A URL that refers to a long form of an overview document.
	Optional
	anyURI
	4096

	personName
	A name of the person or name of the job role supporting the contact.
	Optional
	string
	255

	phone
	A telephone number for the contact.
	Optional
	string
	50

	publisherAssertion
	Describes, in the view of one businessEntity, the relationship that the businessEntity has with another businessEntity.
	Optional
	Object
	

	serviceKey
	A unique indicator for a businessService.
	Required
	anyURI
	255

	serviceKey
	A string that uniquely identifies a businessService.
	Required
	anyURI
	

	subscription
	A standing request to keep track of changes to the entities described by the subscription.
	Optional
	Object
	

	subscriptionFilter
	An element that specifies the filtering criteria which limit the scope of a subscription to a subset of registry records.
	Optional
	Object
	

	subscriptionKey
	A unique identifier for Subscription.
	Optional
	anyURI
	255

	subscriptionResultsList
	A list containing the results for this notification.
	Optional
	Object
	

	tModel
	A "technical model" representing a reusable concept, such as a Web service type, a protocol used by Web services, or a category system.
	Optional
	Object
	

	tModelBag
	A collection of tModelKey elements representing in part or in whole the technical fingerprint of the bindingTemplate structures for which the search is being performed.
	Optional
	Object
	

	tModelKey
	A string that uniquely identifies a tModel.
	Required
	anyURI
	255

	toKey
	The businessEntity key that uniquely identifies the “second” from two business entities between which an assertion was made.
	Required
	anyURI
	255

	userID
	A string that uniquely identifies a user.
	Required
	string
	255

	useType
	An attribute that designates the name of the convention that the referenced document follows.
	Optional
	string
	255


Appendix B. UDDI API XML Schema
See UDDI API Schema at uddi_v3.xsd. 

Appendix C. Registry WSDL

See UDDI API Binding at uddi_api_v3_binding.wsdl.

Appendix D. UDDI Subscription Schemas
See UDDI Subscription Schema: uddi_v3subscription.xsd
See UDDI Subscription Listener Schema: uddi_v3subscriptionListener.xsd 
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