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1 INTRODUCTION
1.1 Purpose
This document is a description of the SWIM Service Registry/Repository data schema and taxonomies.

Taxonomies categorize assets in the registry so that a consumer can search for assets within a particular category.  It can also provide a means of associating metadata attributes to the asset.  By default, registries usually have only a few built-in or system defined taxonomies. Registry administrators can create custom taxonomies to suit business needs and make these taxonomies available to users and groups by specifically granting them permissions.  

Service-Oriented Architecture (SOA) registry taxonomies are most commonly discussed in the context of core registry functionality around services’ discovery and technical interface management; however, taxonomies are very important for supporting many governance and assessment processes.  In this document proposed taxonomies are listed to support the full range of major SOA governance and usage processes, including core functional reference, governance assessment, basic security and quality of service profile. 

Finally, the range of topics that are important to SOA governance may affect the practical usage of taxonomies. In order for taxonomies to be useful it has to be used, so the level of detail required should be managed carefully to avoid making it prohibitive to fill out in practice. While trying to address key points of taxonomies related to both service description and assessment, the list is managed to be clear and short. It is recommended that needs for further information be addressed using identifiers or links to further documentation hosted by the repository outside the base registry taxonomy functionality.

1.2 Scope

The SWIM Service Registry/Repository Taxonomies document specifically addresses data schemas and categorizations to be specified in the SWIM Service Registry. The current version is tailored specifically for SWIM Segment 1 services. The content of this document is relatively dynamic as updates to existing data schemas and taxonomies may be updated, and new ones may be added in as SWIM implementation progresses.

The SWIM Service Registry/Repository consists of two basic functions–a registry function and a repository function–that work together in a unified manner.  The registry contains metadata describing NAS services, organized by one or more taxonomies.  The repository stores various artifacts defining NAS services, such as data schemas, interface and binding definitions and descriptive documents.
  These two functions are often combined in commercial products called registry-repository or “reg-rep” systems.  As the main focus of this document is on service registry taxonomies, the term “SWIM Service Registry” or “registry” is used throughout this document.

1.3 Registry Standards
Currently, the main industry standards for SOA service registries are UDDI (Universal Description, Discovery, and Integration) and ebXML (Electronic Business using eXtensible Markup Language).  Both specifications are OASIS (Organization for the Advancement of Structured Information Standards) standards. 
Service registry information listed in this document is captured in UDDI context. UDDI entities can be mapped to ebXML Registry Information Model (ebRIM) as presented in Appendix C.
Appendix G presents a summary of the taxonomy characteristics in a UDDI registry context. 

1.4 Relations to other FAA Standards
This document is related to several FAA standards.  Information described in this document is compliant with the FAA XML Namespaces Standard and FAA Web Service Specification standard; detailed requirements for service registration need to be conformed to FAA Service Registration Standard.  
· FAA-STD-063 XML Namespaces
This Standard sets forth requirements for creating and establishing FAA namespaces used in Extensible Markup Language (XML) documents, such as, but not limited to XML schemas, XML instances, Web Service Description Language (WSDL) documents, and Business Process Expression Language (BPEL) documents. 
· FAA-STD-064  Web Service Registration

This standard contains the requirements for registering services, including web services.  It specifies the minimum acceptable content for documenting services within the FAA. This standard is intended for use by the FAA and associated contractors responsible for specifying service descriptions that will be registered in any FAA affiliated service registry.
· FAA-STD-065  Preparation of Web Service Description Documents 
This standard specifies the minimum acceptable content for documenting web services within the FAA.   

This standard provides a set of human-understandable information about a web service, information that can be employed in various settings and artifacts. This information will be used by various individuals, including services architects, business managers, service agents’ developers and vendors, and service consumers, at different points of a service’s life cycle.   
This standard is applicable to all FAA programs responsible for developing services as part of the FAA implementation of a service-oriented architecture (SOA) and therefore has a broader scope than this document. Some of the data elements defined in FAA STD-065 may not be applicable or desirable to be addressed in the SWIM Service Registry.

Mapping of information captured in this document to STD-065 is provided in Appendix D.
· FAA-STD-066 Web Service Taxonomies (work-in-progress)
This standard specifies the minimum set of taxonomies for classifying and categorizing services metadata within the FAA. This standard is one of several related standards that together define FAA’s requirements for describing and registering services.  

FAA STD-066 standard specifies the basic set of taxonomies needed to describe FAA web services and to be used in FAA-affiliated service registries, web service-related artifacts and semantic models. This standard encourages the use of additional customized taxonomies that may be relevant to a particular service registry, and it provides requirements for documenting the content and structure of the additional taxonomies. The SWIM Service Registry Taxonomies document is customized specifically for the SWIM segment 1 service registry. 
1.5 Registration Process

The service registration process is currently being defined; Appendix H of this document presents a summary of the Registration process identifying key decision points and events leading up to registration of services.  Please note this process is still being defined, Appendix H represents only a snap shot in time of its definition.
1.6 References
· FAA Standards and Orders
Approved FAA standards are available on the FAA Standards website at http://ato-p.se-apps.faa.gov/faastandards/FAADocs.htm
1. FAA-STD-063, XML Namespaces,  March 09, 2009
2. FAA-STD-064, Web Service Registration, March 09, 2009
3. FAA-STD-065, Preparation of Web Service Description Document, May 26, 2009

4. FAA-STD-066, Web Service Taxonomies, May 28, 2009

5. FAA DOCUMENT CHANGE PROPOSAL/BRIEFING SHEET, ORDER/PUBLICATION: 7210.3V, effective date March 12, 2009
6. FAA Order 1200.22 “External Request to NAS Data”, Feb.26, 2008

7. FAA Order 1600.75 “Protecting Sensitive Unclassified Information”, Feb.1 2005
· FAA Documents

1 SWIM Service Specification Document (SvSD) Segment1, Release 1.6, March 31, 2009
2 FAA SWIM Version Management Policies, version 1.1, February 19, 2009
3 NAS System Engineering Manual, version 3.1, 06/06/2006

· Industrial Standards and References

1. UDDI Version 3.0.2 Specifications 
    http://www.oasis-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3
2. USPS Publication 28 – Postal Addressing Standards http://pe.usps.gov/text/pub28/welcome.htm
3. ISO 3166, International Organization for Standardization (ISO) standard for country codes: http://www.iso.org/iso/english_country_names_and_code_elements
4. ebXML Registry Information Model Version 3.0: OASIS Standard, 2 May, 2005
    http://docs.oasis-open.org/regrep/v3.0/specs/regrep-rim-3.0-os.pdf
5. North American Industry Classification System (NAICS): http://www.census.gov/eos/www/naics/
6. The United Nations Standard Products and Services Code® (UNSPSC®): http://www.unspsc.org/
2 Taxonomy in Service Registry Context
Service registry is a key component of a SOA. By definition, taxonomy is a system or controlled list of values by which to categorize or classify objects
. Service registry taxonomies are the classification lists or systems used for the published services.
This chapter introduces the registry taxonomies in the UDDI context. A UDDI registry provides a standards-based foundation for locating services, discovering services and managing metadata about services (security, transport or quality of service). A UDDI registry can store and provide these metadata using arbitrary categorizations. These categorizations are called taxonomies.
2.1 UDDI Information Model
The basic information model used by UDDI consists of a hierarchy of five basic data types. They are: businessEntity, businessService, bindingTemplate, tModel and publisherAssertion. Definitions of these data types are given in Table 2‑1 :
Table 2‑1  UDDI Data Types
	Data Type
	Definition


	businessEntity
	Each businessEntity entity contains descriptive information about a business or organization and, through its contained businessService entities, about the services it offers

	businessService
	The businessService structure represents a logical service and contains descriptive information in business terms. A businessService is the logical child of a single businessEntity, the provider of this businessService. Technical information about the businessService is found in the contained bindingTemplate entities

	bindingTemplate
	Technical descriptions of Web services are provided by bindingTemplate entities. Each bindingTemplate describes an instance of a Web service offered at a particular network address, typically given in the form of a URL. The bindingTemplate also describes the type of Web service being offered using references to tModels, application-specific parameters, and settings

Each bindingTemplate is contained in a businessService

	tModel
	The tModel structure describes a "technical model" representing a reusable concept, such as a Web service type, a protocol used by Web services, or a category system

	publisherAssertion
	The publisherAssertion structure describes, in the view of one businessEntity, the relationship that the businessEntity has with another businessEntity. 


The relations of these UDDI data types are shown in Figure 2‑1.
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Figure 2‑1  UDDI Data Types 
Note: The publisherAssertion data type is not used for the current SWIM service registry. Future use of this data type may be possible if needed.
2.2 Taxonomy and UDDI 
Support for taxonomic classification of all entities in a registry helps service providers and consumers register and find Web services in a standard way. Some registry default taxonomies such as NAICS
, UNSPSC
, and ISO 3166
 enable classifications in broad terms such as industry type and geographic location.  But these default taxonomies may not be sufficient for describing a service. Also service providers may need to classify entities in accordance with their own schemes to meet internal standards by the use of user-defined taxonomies. A fine-grain search for a particular type of service is possible only if the service is classified properly. A service registry allows users to specify arbitrary taxonomies for providing semantic structure to the information about Web services contained in a registry.
In the UDDI context, taxonomies are categorization and identifier systems.  A taxonomy, or value set in the terminology of the UDDI specifications, is a tModel which can be used in categoryBags
, identifierBags
, or PublisherAssertions.  

The UDDI specification distinguishes four types of taxonomies: categorizations, categorizationGroups, identifiers, and relationships.
Table 2‑2  Taxonomies Supported by UDDI
	Taxonomy Types
	Definition

	Categorizations
	Categorizations can be used in all four main UDDI structures. They are used to tag them with additional information, such as identity, location, and what the taxonomy describes.

	CategorizationGroups


	New in UDDI version 3, CategorizationGroups group several categorizations into one logical categorization. For example, a geographical location comprised of two categorizations: longitude and latitude.

	Identifiers


	Used in businessEntities and tModels, Identifiers reference published information

	Relationships


	Used only in Publisher Assertions, Relationships define the relation between two businessEntities


Figure 2‑2 shows how tModel can be used to address taxonomic classifications in businessEntity, businessService and bindingTemplate in UDDI. This figure also shows tModel can be used as service interface specifications (technical fingerprint) in UDDI.  XML schemas are used to represent the UDDI data structures. For XML definition details, refer to http://www.w3.org/XML/Schema.
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Figure 2‑2  tModel:  Taxonomic Classification Mechanism in UDDI
2.3 Checked and Unchecked Taxonomies
Identifier, category and relationship type systems taken together are referred to as "value sets."  UDDI allows value sets to be checked or unchecked.  References to checked value sets that are registered in UDDI can be checked internally by the UDDI nodes where publishing takes place, or externally by a provider of a validation Web service.  The UDDI node can also choose to not support some or all checked value sets
.
· Unchecked Taxonomies

If the taxonomy is marked as “unchecked”, or if it is not marked as “checked”, the system considers it an unchecked taxonomy.  This means that the Registry does not perform any checks on values used in keyedReferences associated with an unchecked taxonomy.

· Checked Taxonomies

If the taxonomy is indicated as “checked”, the registry executes a validation service for every keyedReference in which the checked taxonomy is used.  The validation service may check the expected syntax of values, such as the version or availability of a service.  

A validation service may even permit or deny values depending on the context in which they are used.

2.4 SWIM Registry Taxonomies
The rest of the Chapters in this document present a set of SWIM Service Registry taxonomies. UDDI registry standard is used to help capture these taxonomies. Some of these taxonomies can be described in attributes in standard UDDI data structures; some need to be addressed by the help of UDDI tModels. The focus of this document is on the content of the taxonomies rather than on how they can be implemented.
A SWIM Service Registry allows registry administrator and service publishers to create, store, and manage information about services in the registry. This information is categorized as
(1) Service Provider Information that describes organizations (providers) providing SWIM segment 1 services
(2) Description of service information, this further includes general service information and service security profile.
(3) Service implementation information such as endpoint information and service level agreement information.

(4) Taxonomy support for governance
(5) Additional information that can be put in tModels if needed
3 Service Provider (Organization/Program) Information
This chapter describes taxonomies used to specify SWIM service providers (organizations). Information about an organization is captured in the businessEntity element in UDDI-compliant registries
. 

SWIM service providers (organizations) are SWIM Implementation Programs (SIPs), SWIM, other FAA NAS programs. Information about an organization, i.e., the “white pages”, is required parent elements for registration of services, so that registration of the first service provided by the organization will require as a prerequisite the registration of service providers.  These may also be needed to support registration of dependency references, such as organizations that consume a service.

For support of SWIM services, the individual SIPs will be separately registered as service providers. Parent organizations such as the FAA or ATO, or DOT, will likely also require registration, to support aggregated reporting and policy composition, including policy assertions that are agency wide. For further information and guidance, FAA-STD-064 section 4.1 provides information on registering organizations. Note that providers will need namespaces in accordance with FAA-std-063.
3.1 Name (for service providers) 

Mandatory, Unchecked string
Service providers include Segment 1 SWIM Implementing Programs (SIPs), potential other SWIM service providers. Suggested values are:
· AIM  (1)

Aeronautical Information Management 
· TFM (2)

Traffic Flow Management
· ERAM (3)

En Route Automation Modernization
· TDDS (4)

Terminal Data Distribution System
· ITWS (5) 

Integrated Terminal Weather System
· CIWS (6) 

Corridor Integrated Weather System
· WMSCR (7) 

Weather Message Switching Center Replacement
3.2 LineOfBusiness

Mandatory, Single-select Checked String
LineOfBusiness describes the FAA line of business the organization reports to. The following list shows a notional list of FAA lines of business
: 
· Air Traffic Organization

· Commercial Space Transportation

· Airports

· Aviation Safety

· Other Agency

· Aviation Community
3.3 Description
Mandatory, Unchecked String (any value)
Description describes the program’s primary function within the FAA.

3.4 Point of Contact (POC)
Point of Contact is the information about an organization’s human points of contact, specifically primary and secondary POC person’s name, phone, and email. Details are listed in the following subsections. For further information, see FAA-STD-065 section 5.2 Registering Contact Information.
3.4.1 POCType1
Optional, Multi-select Checked String
The service provider shall identify the contact type for the primary point of contact according to the following valid values: 
· Operator (1): The person or team who is responsible for the operation of the service
· System Owner (2): The person or team in charge of the system that provides the service
Absence of this attribute indicates no primary POC type information is available.
3.4.2 Name1
Mandatory, Unchecked String (any value)
Name1 describes the organization’s primary point of contact name.
3.4.3 Phone1
Mandatory, Checked, formatted string as ddd-ddd-dddd
Phone1 describes the organization’s primary point of contact phone number.

3.4.4 Email1
Mandatory, Checked String, formatted string
Email1 describes the organization’s primary point of contact email address.
Email in regular expression: \b[A-Z0-9._%+-]+@[A-Z0-9.-]+\.[A-Z]{2,4}\b 

This is the regular expression
 for email address. It describes a series of letters, digits, dots, underscores, percentage signs and hyphens, followed by an at sign, followed by another series of letters, digits and hyphens, finally followed by a single dot and between two and four letters.
3.4.5 Address1
Optional, Unchecked String (any value)
Address1 describes the primary POC’s address
.
Absence of this attribute indicates no primary POC address is available.

3.4.6 POCType2

Optional, Multi-select Checked String
The service provider shall identify the contact type for the secondary point of contact according to the following valid values: 
· Operator (1): The person or team who is responsible for the operation of the service
· System Owner (2): The person or team in charge of the system that provides the service
Absence of this attribute indicates no secondary POC Type information is available.
3.4.7 Name2 
Mandatory, Unchecked String (any value)
Name2 describes the organization’s alternate point of contact name.

3.4.8 Phone2
Mandatory, Checked, formatted string as ddd-ddd-dddd
Phone2 describes the organization’s alternate point of contact phone number.

3.4.9 Email2
Mandatory, Checked String, formatted string
Email2 describes the organization’s alternate point of contact email address.
Email in regular expression: \b[A-Z0-9._%+-]+@[A-Z0-9.-]+\.[A-Z]{2,4}\b
3.4.10 Address2
Optional, Unchecked String (any value)
Address2 describes the secondary POC’s address
.

Absence of this attribute indicates no secondary address is available.

4 Service Information 
This chapter details the information about the service, i.e., the service information, or the yellow pages. FAA-STD-064 Section 5.3 Registering Service Information provides additional guidance. Also note that services will need namespaces in accordance with FAA-std-063.
Information about a service is captured in the ‘businessService’ element in UDDI-compliant registries. Appendix C shows how UDDI entities can be mapped to ebRIM entities.
4.1 Service Information

4.1.1 ServiceCategory

Mandatory, Single-select Checked String
Service category is an evolving set; it needs to be consistent with the SWIM Service Specification Segment 1 document
 and other documents provided by the service providers. Example values of service category are listed as follows:
· AIM/SAA Automation: The AIM/SAA (Special Activity Airspaces) information service provides consumers access to information of two types of airspaces — SUA (Special Use Airspace) and ATCAA (Air Traffic Control Assigned Airspace), each is a member of a larger class of airspaces called Special Activity Airspaces (SAA). 
· Static SUA Information Service
· Static ATCAA Information Service
· Dynamic SUA Information Service
· Dynamic ATCAA Information Service
· Flight Data Distribution: The Flight Data Distribution Service provides service consumers access to specify flights of interest and flight data elements of interest. Specific data categories under this service are: 
· Flight Information Service
· Track Information Service
· Sector Information Service
· Route Status Information Service
· General Information Service
· Weather Information Service
· Restriction Information Service
· Operational Data Archive Information Service
· Beacon Code Service
· Traffic Count Information Service
· Sign-In Sign-Out Information Service
· Legacy Interface Application Service
· Operational Data Archival Service
· Data Posting Application Service 
· System Operations Information: The System Operations Information Service includes the Flow Information Distribution Capability, organized by NAS (National Airspace System) service.  This capability encompasses the RVR Publication Capability
· Flow Information Publication Service
· Runway Visual Range (RVR) Information Service
· Terminal Information: The terminal information distribution capability provides consumers access to Airport information and tower flight data.
· Tower Flight Information  Service
· Airport Information Service

· Service Movement Events Service

· Weather Information: SWIM Segment 1 Weather Information Services provides consumers access to convective weather information, pilot reports and altimetry data.  Examples include:
· Center Weather Information Service

· Terminal Weather Information Service

· PIREP Information Service
· Altimeter Information Service
· Service Emulation:  e.g., LISA Virtual Services

4.1.2 ServiceName

Mandatory, Unchecked String (any value)
ServiceName is the service’s name.
4.1.3 ServiceDescription
Mandatory, Unchecked String (any value)
ServiceDescription is a short (around 100 words), synopsis string description of the service.
For specific service description guidelines, check FAA-STD-064 Section 6.2 “Writing Good Definitions”.
4.1.4 ServiceVersion

Mandatory, String, Checked, formatted as major.minor.revision
ServiceVersion indicates the Service versioning and revision stage. Default value is 0.0.0., indicating there are yet any major, minor revisions. Service version control should comply with the FAA SWIM Version Management policies
.
· Major (1)
Major releases demark significant changes to a service. Service providers must perform a major release whenever the new release is not backwards compatible with the previous release. Also, service providers may perform a major release if there have been substantial improvements to the service.  A major release is usually referred to as a ‘dot-zero’ release and typically has the following characteristics:
· Not backward compatible – either an interface and/or input/output message types have changed.

· Deprecated operations have been removed.

· Can be used if service has gone through a major rewrite or been updated considerably.
It is recommended to minimize major releases. If this release type is common it tends to indicate that the current “Service Identification” process is not optimal and may need to be reviewed. 
· Minor (2)
 Minor releases signify enhancements to a service that do not necessitate a major release. Service providers may perform a minor release if the release is backwards compatible with the previous release; i.e. 1.2.0 will be backward compatible with 1.1.0.  A minor release is usually referred to as a ‘dot-X’ release and has the following characteristics:
· Backwards compatible.

· New operations allowed. 

· New data types allowed.

· Addition of optional fields allowed. 

· Revision (3)
 A revision typically involves simple bug fixes or optimizations that do not introduce new features. Developers may perform a revision if the revision is interface-compatible with the previous release. A revision is usually referred to as a ‘dot-X-dot-Y’ revision such as 2.1.1 and has the following characteristics:
· No new functionality

· Focuses on specific problems such as performance or defect fixes

4.1.5 ReleaseDate

Mandatory, Checked, Single-Value string formatted as a UTC date (YYYY-MM-DD)

ReleaseDate describes the date the referenced version of the service made physically available to consumers.
4.1.6 RetirementDate

Optional, Checked, Single-Value string formatted as a UTC date (YYYY-MM-DD)

RetirementDate describes the planned date the referenced version of the service will be physically unavailable to consumers. Absence of this attribute indicates a retirement date is not available.
4.1.7 ServiceLifecycleStage
Mandatory, Single-select Checked String
ServiceLifecycleStage describes the series of developmental changes in form of a service from its earliest stage to the recurrence of the same stage in the next generation.

Valid values are
:
· Proposed (1)

This status indicates that the service has been proposed for progression through the life cycle process.
· Development (2)

This status indicates that the service is not completed; it may not be placed under version control and could be changed without notification.
· Production (3)

This status indicates that the registration authority has confirmed that the service is of sufficient quality and is compliant with the set of standards and regulations in the community that uses this service registry, and is therefore approved for use.
· Deprecated (4)

This status indicates that the service is no longer recommended for use and a successor service/binding is now preferred for use.
· Retired (5)
This status indicates that the service should no longer be used.

4.1.8 ServiceCriticality
Mandatory, Single-select, Checked String
ServiceCriticality identifies the value that represents the criticality of a service by expressing the significance given to a functional failure of that service. Valid values conform to FAA-STD-066 section 5 Service Criticality Taxonomy definitions as shown below:  

· Critical (1)

Loss of this service would significantly raise the risk associated with providing safe and efficient operations. 

· Essential (2)

Loss of this service would raise the risk associated with providing safe and efficient operations to an unacceptable level. 

· Routine (3)

Loss of this service would significantly raise the risk associated with providing safe and efficient operations.
4.1.9 Prototype

Mandatory, Single-select Checked String

Prototype indicates whether the service is a prototype or not. Note that there are different types of prototypes, the R&D Prototypes are intended to be deployed operationally into the NAS and requires a Test NCP; while a development prototypes are done as a learning exercises that are not intended to be deployed operationally. Only R&D prototypes should be registered in the SWIM registry. Development prototypes should not be registered in the SWIM registry and are not to be deployed operationally into the NAS.
Valid data types are:

· Yes (1)
The service is a R&D prototype.
· No (2)
The service is not a prototype

4.2 Service Security Profile

The ServiceSecurityProfile categorization serves as the parent category for authentication, authorization, and other security profile taxonomy. 
Note: Associated credentials may need to be listed along with the selection of required authentication or authorization.

4.2.1 Visibility

Mandatory, Single-select Checked String
Visibility indicates if the service or application interface is available to all registry users, or if it is restricted.  Valid values are: No Restrictions, Sensitive, and Owner Only.  

· No Restrictions (1) 
The information is available to all registry users. Indicates there are no restrictions (except for security permission’s which may separately apply) to data provided by the component or service.  As part of the submission package, the service provider has stated that, based on DOT/FAA Order 1600.75 and FAA Order 1370.84
, a privacy review has been conducted; and the data provided by the component or service does not affect confidentiality of personal information; and the data provided by the component or service does not qualify as Sensitive Unclassified Information (SUI) by the Department of Transportation (DOT) and FAA.  

· Sensitive (2) 
The information must be protected from uncontrolled availability to persons outside the FAA and from indiscriminate availability to persons within the FAA. Sensitive Unclassified Information (SUI), is unclassified information that must be protected from uncontrolled release to persons outside the FAA and indiscriminate dissemination within the FAA. It represents meanings consistent with DOT/FAA Order 1600.75
 titled “Protecting Sensitive Unclassified Information (SUI)”. Additionally, FAA Order 1370.84 also addresses privacy issues.  In an effort to ensure the security and confidentiality of personal information and information covered under the Privacy Act, the manager of the content provider is responsible for conducting a privacy review prior to listing information in the registry.  In case of need to handle external request to NAS data, refer to FAA order 1200.22 “External Request for NAS Data”
 for details.
· Owner Only (3) 
Indicates the data provided by the component or service is “Restricted” to the organization that owns the service.

4.2.2 UserAuthenticationRequired

Mandatory, Single-select Checked String, valid values are:

· Authenticated (1)
The service access requires the consumer to be authenticated by some authentication mechanism that identifies the user
. For instance, user provides information needed for authentication (such as authentication tokens, logon/password, valid x509 certificate, SAML, etc.)

· None (2)

The service is available to anonymous users.

4.2.3 DataOriginAuthenticationProvided
Mandatory, Single-select Checked String
DataOriginAuthenticationProvided describes part of the message protection mechanism; it enables the recipient to verify that messages originate from the expected sender (authenticity). This taxonomy indicates whether data origin authentication is required or not. Valid values are: 
· Provided  (1)
The service is required to provide data origin authentication. 
· Not Provided (2)

The service is not required to provide data origin authentication.
4.2.4 DataConfidentialityProvided
Mandatory, Single-select Checked String

DataConfidentialityProvided, also a part of the message protection mechanism, is the encrypting of message data so that unauthorized entities cannot view the contents of the message. This taxonomy indicates whether data confidentiality is required for the service or not. Valid values are: 
· Provided (1)

The service is required to provide data confidentiality support. 
· Not Provided  (2)

The service is not required to provide data confidentiality support.
4.2.5 DataIntegrityProvided
Mandatory, Single-select Checked String

DataIntegrityProvided indicates the verification that a message has not changed in transit. This taxonomy indicates whether data integrity is required for the service as part of the message protection mechanism.  Valid values are:

· Provided (1)
The service is required to have data integrity protection.
· Not Provided (2)
The service is not required to have data integrity protection
4.2.6 UserAuthorizationRequired

Mandatory, Single-select Checked String
 UserAuthorizationRequired describes the process of determining what services a given user is allowed to have access to. Valid values are:

· Authenticated (1)

All authenticated users must have authorization

· Open (2)
No authorization is required 

4.2.7 DataAuthorizationRequired

Mandatory, Single-select Checked String
DataAuthorizationRequired indicates that different levels of authorization may be required to access different data returned according to different query parameters or other conditions for the same service or service operation; i.e., the consumer may have feature authorization to invoke the service, but may not be authorized to access all the data available from the service, or the returned data may be truncated according to permissions. Valid values are:

· Required (1)
Authorization control is applied to the data elements or rows, independently of the presence of service operation authorization
· Not Required (2)

Authorization control is not applied to the data

5 Service Implementation
Service implementation related taxonomies include information about Endpoint such as binding protocol type and endpoint type. QoS information is also addressed here. For further guidance, refer to FAA-STD-064 Section 5.4, Registering Service Binding Information, or Section 5 Registering Service Technical Information.
Information about a service implementation is captured in the bindingTemplate element in UDDI-compliant registries
5.1 Endpoint

5.1.1 BindingProtocolType

Mandatory, Single-select Checked String
BindingProtocolType specifies the protocol format to be used in transmitting messages defined by the associated interface. Valid values are:

· JMS (1)

JMS
 is used 

· Web Service  REST (2)

REST
 is used

· Web Service SOAP (3)

SOAP
 is used

5.1.2 EndPointType

Optional, Single-select Checked String,

EndPointType indicates the endpoint type that the service has references to, it may be a direct endpoint, an intermediary point or a virtual service endpoint for the test service. Valid values are:

· Direct (Production) (1)
The endpoint is a location for service consumers to access in order to invoke the service
· Mediated (Production via Gateway) (2)
The endpoint is a virtual location for service consumers to access in order to invoke the service through an intermediary. The intermediary can then determine which of the potential endpoints that service requests can be delivered to. For instance, a SOAP Web service interface can be hosted as a proxy on an XML security gateway instead of the actual endpoint that hosts the service.
· Test (3)
The service provider can specify a test version of their services (virtual services) so a test can identify itself as such to the registry and provide access.
Absence of this attribute indicates no virtual service endpoint is available.
5.2 QoS 
This taxonomy categorization serves as the parent category for quality of service and service level agreement support indication taxonomy.   Because many of the tradition QoS metrics such as response time, availability, capacity are more suitable for operational level definition rather than for service level, there are not taxonomies defined for these parameter. They are often defined in a service level agreement. See the serviceLevelAgreement taxonomy for detailed service level agreement support taxonomy.
5.2.1 Idempotency
Optional, Single-select Checked String
Idempotency means that redundant copies of the same message, or messages with the same business entity identifiers, will not cause multiple repeats of the same data action. This is used mainly in asynchronous reliable messaging scenarios, to indicate whether or not redundant copies of the same message received asynchronously will be handled safely (A unary operation whenever it is applied twice to any value, it gives the same result as if it were applied once) by the intrinsic logic of the service without management by the messaging infrastructure to guarantee receipt of one and only one copy. Valid values are:
· Yes (1)

The service is idempotent.
· No (2)

The service is not idempotent.
· N/A (3)

Not applicable.

Absence of this attribute indicates Idempotent information is not available.

5.2.2 SLARequired

Mandatory, Single-select Checked String
SLARequired describes whether and how a service level agreement is offered as part of the service policy. Valid values are:

· None (1)
The service policy does not offer a service level agreement.

· Required (2)
The service policy offers a single service level agreement that covers all consumers.

· Multiple (3)
The service policy offers different service level agreements for different consuming audiences.

5.2.3 ServiceLevelAgreement

Optional, Unchecked, Identifier of referenced tModel.

ServiceLevelAgreement may contain numerous technical parameters, providing a level of detail beyond the scope of the QoS profile.
Absence of this attribute indicates SLA information is not available.

6 Service Taxonomy Support for Governance

Often, many policy types can be applied in profiles by authorization role or other criteria. In order to support profiles as well as for general governance efforts, assessment, query, and reporting, the following additional taxonomy has been defined. 

6.1 ServiceDependencyRelationship

Optional, Multi-select Checked String
ServiceDependencyRelationship indicates the parent-child dependency relationship between services. 

Absence of this attribute indicates no service dependency relation is defined.
Registry vendors general have asset dependency tracking and impact analysis features; however, there are no standards for taxonomy for these, so these should be formed using the features of the selected registry vendor.
6.2 FunctionalFocus

Mandatory, Single-select Checked String
FunctionalFocus assists decomposition and assessment efforts, helps to indicate potential re-usability and dependencies, and indicates whether the service logic is specific to a particular environment or application, or more generic. Valid values are:
· Process Specific (1)
The service logic or data are specific to a certain process

· Process Agnostic (2)
The service logic or data is generic or not tightly specific to a certain process

7 Additional Information 

Some additional service information might be needed to further specify a service. This chapter lists some of the additional information.
7.1 FaultBehavior

FaultBehavior serves as a parent to organize sub-categories related to exception handling and fault behavior.

7.1.1 FaultBehaviorDocumentation

Optional, Unchecked, Identifier of referenced tModel.

Description of fault behavior; especially important in the case of services with asynchronous or compensation behavior requirements, or central fault handling. 

Absence of this attribute indicates no fault behavior documentation is available.

7.1.2 FaultTaxonomy

Optional, Unchecked, Identifier of referenced tModel.

Example: http://csdl2.computer.org/comp/proceedings/hase/2007/3043/00/30430367.pdf  

Absence of this attribute indicates no fault taxonomy information is available.

Appendix A. Glossary
	Artifact
	An artifact is a repository item attached to a service that describes the service or may be used to access the service, such as a WSDL file, an XML schema file, sample code or an IRD.  Artifacts are one of the two meta-information types (the other is metadata).

	COI, Community of Interest
	An FAA cross-program group, consisting of NAS users with common interests; may also include industry liaisons and external NAS consumers and other Government agencies.

	Metadata
	A metadata is data that defines or describes other data. In the context of Service Registry/Repository, it is a registry item defined by taxonomy whose usage is defined by policies.  Metadata describes NAS services and the organizations that offer them

	Meta-information
	is defined as information describing a NAS service, including metadata and artifacts

	Registry
	An enabling infrastructure that uses a formal registration process to store, catalog and manage service metadata.  A registry supports search and query capabilities for and understanding of resources.

	Repository
	A collection of resources accessible over an internet.  It contains artifacts such as technical reference documents, reports, policy descriptions, WSDL files, XML schema files, etc.

	SWIM Services
	SWIM funded Services specified by the SWIM fPR and Service Specification Document (SvSD) and implemented by the SWIM Implementing Programs (SIPs)

	SWIM Compliance
	SWIM compliance is the state of being in accordance with established SWIM standards and policies. 

	SWIM Service Provider
	The application or system providing a NAS service.

	SWIM Service Consumer
	The application or system consuming a NAS service.

	SIP
	SWIM Implementing Program - A program office that provides a service or services for which SWIM compliance is required.

	Taxonomy
	A system or controlled list of values by which to categorize or classify objects.
  UDDI Taxonomies are the classification lists or systems used for the published services. 

	UDDI
	Universal Description, Discovery and Integration is a specification for publishing and discovering information about Web services. It is an XML-based standard for describing, publishing, and finding services in a distributed environment through the use of a registry server. The focus of UDDI is the definition of a set of services supporting the description and discovery of (1) businesses, organizations, and other Web services providers, (2) the Web services they make available, and (3) the technical interfaces which may be used to access those services.  Based on a common set of industry standards, including HTTP, XML, XML Schema, and SOAP, UDDI provides an interoperable, foundational infrastructure for a Web services-based software environment for both publicly available services and services only exposed internally within an organization
.


Appendix B. A Sample Taxonomy tModel
The following sample of a “checked” taxonomy (Figure B‑1) shows compatibility with both the BindingTemplate and tModel (technical and specification) areas of the Registry.  This example describes the access identification and authentication required to bind to a given service or application interface.  The valid values expected for records in this access identification and authentication category are: Required, Optional, and None.
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Figure B‑1 – Sample Taxonomy

Appendix C. UDDI and ebXML Entity Mapping
This section provides a mapping between UDDI and ebRIM entities. This mapping is based on JAXR 1.0 Specification. Note:  this mapping is not-normative.
	UDDI Entity
	ebRIM Entity

	businessEntity
	Organization

	businessService
	Service

	bindingTemplate
	ServiceBinding

	tModel (fingerprint)
	Concept

	tModel (namespace)
	ClassificationScheme

	PublisherAssertion
	Association

	discoveryURL
	ExternalLink

	contact
	User

	identifierBag
	Collection of ExternalIdentifier instances

	categoryBag
	Collection of Classification instances

	address
	PostalAddress

	overviewDoc
	ExternalLink

	keyedReference (in categoryBag)
	Classification

	keyedReference (in identifierBag)
	ExternalIdentifier

	taxonomy
	ClassificationScheme




Appendix D. Taxonomy Mapping to FAA-STD-065

The following table presents the mapping of the SWIM Registry Taxonomy v1.4 to the FAA-STD-065 Preparation of Web Service Description Documents (May 26,2009).
	SWIM Service Registry Taxonomy V1.4
	STD-065 

	Service Provider 
	

	
	Name
	n/a

	
	LineofBusiness
	Service Provider Organization

	
	Description
	Service Description

	
	Point of Contact
	POC

	
	 POCType1
	POC

	
	 Name1
	POC

	
	 Phone1
	POC

	
	 Email1
	POC

	
	 Address1
	POC

	
	POCType2
	POC

	
	 Name2
	POC

	
	 Phone2
	POC

	
	 Email2
	POC

	
	Address2
	POC

	Service Information
	

	
	General Information
	

	
	ServiceCategory
	Service Category

	
	ServiceName
	Service Name

	
	ServiceDescription
	Service Description

	
	ServiceVersion
	Service Revision 

	
	ReleaseDate
	Major/Minor Release Schedule

	
	RetirementDate
	n/a

	
	ServiceLifecycleStage
	Service Operational Stage

	
	ServiceCriticality
	Service Criticality

	
	Prototype
	

	
	Service Security Profile
	

	
	Visibility
	n/a

	
	UserAuthenticationRequired
	Authentication Mechanism Description

	
	DataOriginAuthenticationProvided
	Message Security Requirement 

	
	DataConfidentialityProvided
	Message Security Requirement

	
	DataIntegrityProvided
	Message Security Requirement

	
	UserAuthorizationRequired
	Access Control Description

	
	DataAuthorizationRequired
	n/a

	
	Implementation Reference
	

	
	OperationalSystemType
	n/a

	Service Implementation
	

	
	EndPoint
	

	
	BindingProtocolType
	Binding Protocol 

	
	EndPointType
	n/a

	
	QoS
	

	
	Idempotency
	n/a

	
	SLARequired
	n/a

	
	ServiceLevelAgreement
	n/a

	Support For Governance
	

	
	ServiceDependencyRelation
	n/a

	
	FunctionalFocus
	n/a

	Additional Information
	

	
	FaultBehaviorDocumentation
	n/a

	
	FaultTaxonomy
	n/a


Appendix E. Mapping FAA-STD-065 to Taxonomy
The following table presents a mapping of current version of the FAA-STD-065
 elements to the SWIM Registry Taxonomy v1.4. Some of the STD-065 elements do not have a match in the SWIM Service Registry Taxonomy, this is generally for two reasons: first, the FAA-STD-065 has a broader scope (FAA/NAS web services) than the SWIM services, so some of the elements may not be applicable to SWIM (e.g., implementation references, service interface); second, some service information better suits a service repository rather than a registry, those elements are not addressed in the SWIM Registry taxonomy.  
	Category
	Sub-category
	Service Specification Element
	SWIM Registry Taxonomy v1.4

	Service Profile

	
	Service Provider
	LineofBusiness

	
	Service Provider POC
	POC

	
	Service Consumers
	n/a

	
	Service Basic Information
	

	
	Non-functional properties
	n/a

	
	Service Description
	ServiceDescription

	
	Service Name
	ServiceName

	
	Namespace
	n/a

	
	Keywords
	n/a

	
	Service Version
	ServiceVersion

	
	Service Category
	ServiceCategory

	
	Service Operational Stage
	ServiceLifecycleStage

	
	Service Criticality
	ServiceCriticality

	
	Service Process
	n/a

	
	Security Mechanism and Policies
	

	
	Transport Level Security
	Indirectly mapped to Service Security Profile

	
	Message Level Security
	Indirectly mapped to Service Security Profile

	
	Security Policies
	n/a

	
	QoS
	

	
	QoS Name
	n/a

	
	QoS Definition
	n/a

	
	QoS Quantitative Measure
	n/a

	
	Unit of Measure
	n/a

	
	WSDL Document
	n/a

	Service Interface
	n/a

	
	Types
	n/a

	
	Message
	n/a

	
	Operations
	n/a

	Service Implementation
	

	
	Endpoints
	EndPointType

	
	Communication Protocol
	n/a

	
	Messaging Protocol
	BindingProtocolType

	
	Network Address
	n/a

	
	End Points Consumers
	n/a

	
	End Points QoS
	ServiceLevelAgreement, 

	
	End Point SLA
	SLARequired

	
	(Network Metrics ) Nominal One-Way Latency
	n/a

	
	(Network Metrics )Maximum Network Jitter
	n/a


Appendix F. Association to FAA AMS Lifecycle 
This appendix presents the association of ServiceLifecycleStage taxonomy to the FAA Acquisition Management System (AMS) lifecycle management process
. 
The following table presents the mapping of taxonomy ServiceLifecycleStage to AMS lifecycle.
Table F- 1  Service Lifecycle Stage and AMS/SDLC

	ServiceLifecycleStage
	AMS

	Proposed
	Initial Investment Decision (IID),  Final Investment Decision (FID)

	Development
	Solution Implementation

	Production
	In-Service Management 

	Deprecated
Retired
	In-Service Management 


Appendix G. Taxonomy Characteristics Summary
This appendix presents a summary of the taxonomy characteristics in a UDDI registry context. Characteristics are:

UDDI v3 Key:  identifiers used to address entities within a UDDI registry
Categorization: taxonomy mechanisms in UDDI (values can be categorizations, categorizationGroups, identifiers, and relationships
). 

Compatibility:  is used to enhance a taxonomy tModel with additional information, in which structures the taxonomy can be used. In this way one can enforce that a taxonomy can be used only within the UDDI structures of choice and not in others.
Checked:            Whether the taxonomy is checked or unchecked.  Section 2.3 provides definition of checked and unchecked taxonomies

Default values:   default values of the taxonomy value
Multi/Single:       whether multiple of single item(s) can be selected from a pre-defined list of values

Mandatory:          yes/no answer, indicates whether the taxonomy is mandatory or optional 

Search attribute:  indicates whether the taxonomy is searchable, browsable, or just a regular, specifically: 

	searchable 
	Allowing searching through the information based on pre-defined attribute taxonomies or searchable text fields.

	browsable 
	Allowing browsing/navigating through a hierarchy of information based on pre-defined attribute taxonomies. Users can start with a broad focus and refine it until desired service is found by navigating the branches of the hierarchy. The content can be classified or categorized.

	regular 
	Neither searchable or browsable, can be used in the reporting mechanism


Accessibility:          Indicates which Registry user(s) may have access to this taxonomy element; a registry user can be 
   one or more of these roles. Details see Appendix I. 
	Registry User Role
	Acronym

	Administrator and Governance Lead
	AG

	Security Authority
	SA

	Service Provider
	SP

	Service Consumer
	SC


Life Cycle Stage:          indicates what service lifecycle stage this taxonomy element is required
Suggested values are provided for these characteristics for each of the taxonomy defined in the following breakup tables. 
G.1 Service Provider (organization)
G.1.1 Name

	v3 UDDI Key
	uddi:name

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G1.2 LineofBusiness 

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:LineofBusiness

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( yes

	Default Values
	“Air Traffic Organization”

	Multi/Single Select
	Single-Select

	Valid Values
	Refer to the taxonomy for a list of valid values 

	Mandatory
	( Yes

	Search attribute
	browsable/searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.1.3 Description

	v3 UDDI Key
	uddi:description

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.1.4 Point of Contact
G1.4.1POCType

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:POCtype

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( yes

	Default Values
	Alpha sort, default to the start of the list

	Multi/Single Select
	Multi-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed  Stage


G1.4.2 Name

	v3 UDDI Key
	uddi:personName 

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed  Stage


 G.1.4.3 Phone

	v3 UDDI Key
	uddi:phone

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	(Yes

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	formatted string ddd-dd-dddd

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed  Stage


 G.1.4.4 Email

	v3 UDDI Key
	uddi:email

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	(Yes

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	formatted string 

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed  Stage


 G.1.4.5 Address

	v3 UDDI Key
	uddi:address

	Categorization
	Categorizations

	Compatibility
	businessEntity

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed  Stage


G.2. Service Information

G.2.1 Service Information

G2.1.1 ServiceCategory

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceCategory

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	Alpha sort, default to the start of the list

	Multi/Single Select
	Single-select 

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	browsable/searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.2.1.2 ServiceName

	v3 UDDI Key
	uddi:name

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	browsable/searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.2.1.3 ServiceDescription

	v3 UDDI Key
	uddi:description

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	( No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Any value (unchecked)

	Mandatory
	( Yes

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.2.1.4 ServiceVersion

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceVersion

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	0.0.0

	Multi/Single Select
	N/A

	Valid Values
	formatted string as major.minor.revision

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed Stage


G.2.1.5 ReleaseDate

	v3 UDDI Key
	uddi:date

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	Current date

	Multi/Single Select
	N/A

	Valid Values
	Single-value string formatted as a UTC date 

(YYYY-MM-DD)

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Development Stage


G.2.1.6 RetirementDate

	v3 UDDI Key
	uddi:date

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	Current date

	Multi/Single Select
	N/A

	Valid Values
	Single-value string formatted as a UTC date 

(YYYY-MM-DD)

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Deprecated Stage


G.2.1.7 ServiceLifecycleStage
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceLifecycleStage

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Operational”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Proposed/Development Stage


G.2.1.8 ServiceCriticality

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceCriticality

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Routine”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Proposed Stage


G.2.1.9 Prototype
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:Prototype

	Categorization
	Categorization

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“No”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Proposed Stage


G2.2 Service Security Profile
G.2.2.1 Visibility

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:Visibility

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Owner  Only”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	browsable/searchable

	Accessibility
	Selected users ((AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Proposed Stage


G.2.2.2 UserAuthenticationRequired

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:UserAuthenticationRequired

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Authenticated”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage


G.2.2.3 DataOriginAuthenticationProvided
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:DataOriginAuthenticationProvided

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Not Required”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage


G.2.2.4  DataConfidentialityProvided
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:DataConfidentialityProvided

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Not Required”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage


G.2.2.5 DataIntegrityRequired

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:DataIntegrityProvided

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Not Required”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage


G.2.2.6 UserAuthorizationRequired

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:UserAuthorizationRequired

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Open”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage


G.2.2.7 DataAuthorizationRequired

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:DataAuthorizationRequired

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Not Required”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users(AG+SP+Authorized SCs+SA)

	Lifecycle Stage
	Development Stage



G3. Service Implementation
 G.3.1 EndPoint

G.3.1.1 BindingProtocolType

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:BindingProtocolType

	Categorization
	Categorizations

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	(Yes

	Default Values
	“Web Service SOAP”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Development Stage


G.3.1.2 EndpointType
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:EndpointType

	Categorization
	Categorizations

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	(Yes

	Default Values
	“Production”

	Multi/Single Select
	single

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Production Stage


G.3.2  QoS
G.3.2.1 Idempotency
	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:Idempotency

	Categorization
	Categorizations

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	(Yes

	Default Values
	“N/A”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Production Stage


G.3.2.2 SLARequired

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:SLARequired

	Categorization
	Categorizations

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	(Yes

	Default Values
	“None”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Production Stage


G.3.2.3 ServiceLevelAgreement

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceLevelAgreement

	Categorization
	Categorizations

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	 No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Identifier of referenced tModel

	Mandatory
	( No

	Search attribute
	regular

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Development Stage


G.4   Support for Governance

G.4.1 ServiceDependencyRelation

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:ServiceDependencyRelation

	Categorization
	Categorizationd

	Compatibility
	bindingTemplate, businessService, tModel

	Checked
	(Yes

	Default Values
	N/A

	Multi/Single Select
	Multi-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( No

	Search attribute
	Browsable/searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Production Stage


G.4.2 FunctionalFocus

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:FunctionalFocus

	Categorization
	Categorizations

	Compatibility
	businessService

	Checked
	(Yes

	Default Values
	“Process Specific”

	Multi/Single Select
	Single-select

	Valid Values
	Refer to the taxonomy for a list of valid values

	Mandatory
	( Yes

	Search attribute
	searchable

	Accessibility
	Selected users (AG+SP+Authorized SCs)

	Lifecycle Stage
	Production Stage


G.5 Additional Information 
Fault
 G.5.1 FaultBehaviorDocumentation

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:FaultBehaviorDocumentation

	Categorization
	Categorizations

	Compatibility
	businessService, tModel

	Checked
	 No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Identifier of referenced tModel

	Mandatory
	( No

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Development Stage


G.5.2 FaultTaxonomy

	v3 UDDI Key
	uddi:us:gov:dot:faa:swim:categorization:FaultTaxonomy

	Categorization
	Categorizations

	Compatibility
	businessService, tModel

	Checked
	 No

	Default Values
	N/A

	Multi/Single Select
	N/A

	Valid Values
	Identifier of referenced tModel

	Mandatory
	( No

	Search attribute
	regular

	Accessibility
	All (AG+SA+SP+SC)

	Lifecycle Stage
	Development Stage


Appendix H. Service Lifecycle Management Process Description

This appendix presents a summary of the service lifecycle management process identifying key decision points and events leading up to different service lifecycle stages.  Please note this process is currently being defined and this represents a snap shot in time of its definition. Registry meta-data and artifacts required at each process stage are presented as well.
Figure H‑1 provides an overview of the service lifecycle management process.  Services progress through the following lifecycle stages:

1. Service Proposal
2. Service Development (including Service Definition, New Service Development and Service Maintenance)
3. Service Operations
4. Service Deprecation
5. Service Retirement
A process is associated with each stage.  The process output is the registration of the service in the associated lifecycle stage.  For example, the Development process begins with a service registered as proposed and takes it through the sequence of activities to register the service as Development.
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Figure H‑1  Overview of Service Lifecycle Management Process
Figure H‑2 shows the overall FAA Acquisition Management System (AMS) Lifecycle.  Please note the Service Lifecycle Management Process is intended to define activities for Service Oriented Architecture development programs that would lead up to existing milestones in the AMS.  For example the proposal process identifies the activities that are part of Investment Analysis and registration of the service is a consequence of successfully completing a Final Investment Decision.
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Figure H‑2 Service Lifecycle Management Process and FAA AMS Lifecycle
Figure H‑3 describe the service proposal process.  Programs develop or update a proposal for a service or services which deliver a defined capability to the NAS.  Once passed SWIM suitability analysis by SWIM and validated by NAS review boards, a service proposal is then created, refined, and reviewed. Upon approval, the service is then registered into the registry as “Proposed” either directly if no investment decision is required or upon successful completion of an Initial Investment Decision.
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Figure H‑3  Process to Register a Proposed Service

Figure H‑4, H-5 and H-6 describe the Service Development stage which includes Service Definition, New Service Release and Service Maintenance Release.  In the Service Definition stage as shown in Figure H-4, the Service Contract is developed by Programs and validated by SWIM, and then Service Development Plan is developed by Programs. The SWIM program ensures that the service complies with SWIM requirements and policy and provides Service Oriented Architecture support as well as development of deviations and waivers on SOA policy as needed.  A PLA is negotiated between SWIM and Programs. Upon approval, the service is registered as Development either directly when no investment decision is required or upon the successful Final Investment Decision completion, the service is then incorporated as Development in the NAS Architecture.
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Figure H‑4 Process to Register a Development Service

Figure H‑5 describes the process for registering an operational service that is new to the NAS.  The program develops the service.  The SWIM program ensures that the new service meets SWIM objectives and policy.  SWIM also supports the modification of deviations and waivers as necessary.  Upon approval of the NAS Review Boards and the appropriate FAA In-service authority, the service is registered as operational and incorporated as such in the NAS Architecture.
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Figure H‑5  Process to Register a New Service Release
Figure H‑6 is similar to H-5 but applies to maintenance releases of services already deployed.  This process assumes that the maintenance release does not change the services role in the architecture, nor does it require a change in the service contract.  As such, upon approval of the designated In-service authority, the maintenance release is registered as operational and incorporated as such in the NAS Architecture.
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Figure H‑6  Process to Register a Service Maintenance Release
Figure H-7 describes the process by which as service is in its operational stage. Programs monitor the service performance; faults will be corrected either automatically or manually. SWIM program will be notified of faults.
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Figure H‑7  Service Operations Process

Figure H‑8 describes the process by which a service can no longer be subscribed to by new users but remains available to existing users.  The program submits a request to deprecate a service upon approval by SWIM and NAS CCB the service is registered as deprecated; the service is then registered as Deprecated service.
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Figure H‑8  Process to register a deprecated service

Figure H‑9 describes the process by which a service is removed from operations completely.  Upon deprecation a ‘life-clock’ for the service is set.  This determines how long the service remains in the deprecated state.  Once the clock runs down the program confirms that the service can be retired and upon approval of the NAS CCB the service is registered as retired and removed from NAS architecture.  Should the service be required to continue in the deprecated state, the life-clock could be reset.
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Figure H‑9  Process to register a retired service

Appendix I.   Registry User Roles and Registry Use Cases
The first part of this appendix introduces registry user roles and a simple access model, the second part presents examples of registry user use cases 
A Registry user role is a mode of user interaction with the Registry.  Registry user roles are service provider, service consumer, administrator, governance lead, and security authority.  Registry users may have more than one role.

 The Service Provider is any FAA organization providing a SWIM-based service.  The Service Consumer is any FAA organization wishing to access that service, either for direct consumption or for subsequent incorporation into a composite service.  The SWIM Administrator is the FAA organization responsible for administering SWIM infrastructure elements (most notably the Registry).  The SWIM Governance Lead is the FAA organization responsible for defining and enforcing the policy rules that govern activities in the SWIM environment.  The SWIM Security Lead is the FAA organization responsible for establishing and enforcing policies that maintain a secure environment.
Table I-1 shows the Registry user roles and associated acronyms. 

Table I-1 Registry User Roles

	Registry User Role
	Acronym

	Administrator and Governance Lead
	AG

	Security Authority
	SA

	Service Provider
	SP

	Service Consumer
	SC


The registry contains metadata describing NAS services, organized by one or more taxonomies defined in this document.  The repository stores various artifacts defining NAS services, such as data schemas, interface and binding definitions and descriptive documents.

Table I-2 defines a simple role/access model to show in a high level what registry meta-information different registry user roles can have access to.

Table I- 1 Registry User/Role Access

	Registry Accessibility
	Who Has the Right

	View Metadata
	

	
	No Restriction
	AG+SA+SP+SC

	
	Sensitive
	AG+SP+Authorized SC

	
	Owner Only
	AG+SP

	Download Artifacts
	

	
	XML Schema
	AG+SP+Authorized SC

	
	IRD
	AG+SP+Authorized SC

	
	WS-Policy Files
	AG+SP+Authorized SC

	
	WSDL
	AG+SP+Authorized SC

	
	SLA
	AG+SP+Authorized SC

	Update/Create Meta-Information
	AG+SP

	Delete Meta-Information
	AG+SP

	Manage Governance and Security
	AG+SA


Note that the service provider should create/update the meta-information but that new meta-information isn’t made available to others until it has been approved and registered by the administrator (under the auspices of the governance lead).  Likewise, the deletion of meta-information (e.g. the deletion of an obsolete XSD file) should be at the election of the service provider who knows best what meta-information is necessary to access their service; however, the deletion doesn’t “officially” take place until it has been approved and acted on by the administrator.  For both the creation/update and deletion of service meta-information, administrator/governance lead’s approval is a prerequisite.  

A SWIM Governance Use Cases Document
 is being developed to presents use cases for governance in SWIM Segment 1.  These use cases also provide a basis for the Segment 1 requirements for the SWIM Service Registry. Table I-3 presents example use cases in this document that are related to the roles played in the Registry, so that what each type of registry users can see or do in the registry is listed (Note that this SWIM Governance Use Cases Document is still being developed. Modifications to the use case reference numbers and content may be subject to changes.).
Table I- 2  Registry User Use Cases Examples
	Service Provider 

	[2.3] Publish Service Meta-Information

A Service Provider submits a package of service meta-information for registration.  The submitted package includes all of the electronic artifacts defining the service together with SLAs and other human-readable descriptive information for the service contract, specifically:

· Submit Service Meta-Information Package

· Edit Meta-Information Package

· Delete Meta-Information Package

· Specify Service Provider Metadata

· Specify Service Metadata

· Specify Endpoint Metadata

· Specify Interface and Technical Metadata

· Specify Virtual Service Metadata

	A [2.8] Get User Reports
A Service Provider views user report Registry objects for their service(s) when Service Providers wishing to see a summary view of their published objects and their conformance to established reporting classifications.  This provides insight to the Service Provider regarding the status, compliance and quality level of their service(s).

	Service Consumer 

	 [5.1] Request Authorization to Consume Service 

The ability for a Service Consumer to access a service is limited by the policies governing such access for that user.

	B [5.2] Develop and Deploy a Service Client 

A Service Consumer develops a client for a SWIM-based service, specifically:

1. Service Consumer uses retrieved service meta-information (see use case [4.2]) to develop client software.

2. Service Consumer uses retrieved service metadata to test client software (see sub-flow Test Virtual Service).

3. Service Consumer selects an endpoint as necessary (see sub-flow Select Service Endpoint).

4. Service Consumer verifies client against actual service in a non-operational setting

	C [5.3] Subscribe to Publish-Subscribe Service 

D A Service Consumer subscribes to an existing publish-subscribe service

	E [6.1] Consume a Service 

F A Service Consumer consumes an existing service.  The ability for a Service Consumer to consume a service is limited by the policies governing such access for that user

	Registry Administrator

	G [9.1] Maintain Registry
The Registry Administrator configures the Registry and manages its settings, including administration of user accounts and permissions, taxonomy management, management of the approval process, setting the URLs, directories, contexts, timeouts and limits associated with the Registry interfaces, and approval data published to the Discovery Registry.

	H [9.2] Manage Service Data
The Registry Administrator manages service data.  In particular, this use case includes the replacement of Registry keys of businessEntities, businessServices, tModels, and bindingTemplates, and the management other Registry data such as taxonomy keyValues.  This use case is intended to correct errors in keys before entities are commonly discovered by users.

	[9.3] Get Administration Reports
The Registry Administrator reviews statistics and other data about Registry usage, such as the number of invocations of the Registry API or the number of entities stored in the Registry

	I Governance Lead

	J [1.1] Establish Service Provider Policies
The Governance Lead establishes Service Provider policies in the SWIM Service Registry.
  Service Provider policies must be encoded per SWIM policies and standards.

1. Governance Lead identifies a new policy to be added to the Registry.

2. Governance Lead documents the new policy for review and comment.

3. Governance Lead conducts review and amends policy as necessary.

4. Governance Lead codifies policy for inclusion in the Registry.

5. Governance Lead imports new policy to the appropriate location(s)

	K [1.2] Establish Service Consumer Policies
The Governance Lead establishes Service Consumer policies in the SWIM Registry and/or Policy Server.  The policies must be encoded per SWIM policies and standards.  

	L [1.3] Establish Security Policies
The Governance Lead establishes security policies in the SWIM Registry and/or Policy Server.

	M [1.4] Establish Quality of Service (QoS) Policies
The Governance Lead establishes QoS policies in the SWIM Registry and/or Policy Server.  The policies must be encoded per SWIM policies and standards.  

	N [1.5] Establish Standards Policies
The Governance Lead establishes standards policies in the SWIM Registry and/or Policy Server.  The policies must be encoded per SWIM policies and standards.

	O [7.1] Authorize New or Updated Service 

The Governance Lead authorizes a Service Provider to offer a new service or an updated service.  The new or updated service must comply with SWIM policies and standards

	P 7.2] Approve Service Registration
The Governance Lead approves a service registration after verifying the package details submitted by a Service Provider.  The service and its contract elements must comply with SWIM policies and standards.  Registration approval includes automatic context checking to ensure data consistency and integrity.

	Q [7.3] Classify Service Data
The Governance Lead edits a Registry data object, classifying it with values according to the SWIM Service Registry taxonomies.

	R [8.1] Authorize Service Access 
S The Governance Lead authorizes a Service Consumer to access a service.  The Service Consumer authorization must be consistent with SWIM policies.

	T Security Authority

	U [10.1] Establish Security Policies   
V The Security Authority establishes security policies for SWIM

	W [10.3] Establish Security Credentials for SWIM Users
X The Security Authority manages the security credentials for SWIM users

	Y [10.4] Manage SWIM Security
Z The Security Authority manages the security aspects of the SWIM environment.  This use case [probably multiple use cases] involves the enforcement of security policies in SWIM for both runtime and design-time.

	AA Registry/Repository User (Any role)

	AB [4.1] Find Candidate Service 

AC A Registry User (provider or consumer) searches for an existing service by either querying or browsing the Registry.  A query consists of a specific inquiry conditioned by an input value.  Browsing consists of viewing meta-information under the guidance of the taxonomic and other linkages between Registry objects.  The ability of a Registry User to find a candidate service is limited by the policies governing such a search.

	AD [4.1] Find Candidate Service 

AE A Registry User searches for an existing service by either querying or browsing the Registry.  A query consists of a specific inquiry conditioned by an input value.  Browsing consists of viewing meta-information under the guidance of the taxonomic and other linkages between Registry objects.  The ability of a Registry User to find a candidate service is limited by the policies governing such a search

	AF [4.2] Retrieve Service Meta-Information
AG Registry User retrieves service meta-information details and downloads metadata entities.  The ability of a Registry User to retrieve service meta-information is limited by the policies governing such retrieval.

	AH [4.3] Subscribe to Notifications
AI A Registry User wishes to be notified when selected service metadata elements change.  Such a Registry User may be a consumer of one or more services, or dependent on or expecting new capabilities from registered Service Providers.  The Registry User may also list, edit, and delete existing subscriptions.  The ability of a Registry User to subscribe to notifications is limited by the policies governing such a subscription.


.

Appendix J.  Service Lifecycle Stages and Required Meta-Information

This appendix listed required or recommended registry meta-information, metadata and artifacts, at the different stage of the service lifecycle.  

Table J-1 shows the metadata and artifacts that are required at the earliest stage of the service registration process; these metadata and artifacts can be updated as the service lifecycle progresses to later stages.

Table J- 1  Registration Process and Required Metadata and Artifacts

	Service Lifecycle Stage
	Artifacts 
	Metadata (taxonomy elements)

	Proposed 
	IRD
	(Provider) Name,

(Provider) LineofBusiness,

(Provider) Description
(Provider) Point of Contact

Service Name, Service, Description, 

ServiceCategory,

ServiceCriticality,

ServiceLifecycleStage,

Visibility,
UserAuthenticationRequired
DataOrginAuthenticationProvided

DataConfidentialityProvided

DataIntegrityProvided
UserAuthorizationRequired,

DataAuthorizationRequired,

FunctionalFocus
SLARequired,
ServiceLevelAgreement

	Development 
	ICD, SLA, WSDL, XML Schema, WS-Policy files, WSDD
	ReleaseDate,
ServiceVersion,
 BindingProtocolType,
Idempotency,
FaultBehaviorDocumentation,

FaultTaxonomy


	Production 
	Possible revisions of the artifacts stated above
	VirtualServiceEndPoint,

ServiceDependencyRelation,



	Deprecated 
	Updates WSDL, XML Schema 
	RetirementDate

Updates to metadata needed

	Retired 
	Updates WSDL, XML Schema, IRD or WS-Policies files
	Updates to metadata needed


The following tables present the description, data type, lifecycle stage, accessibility, and UDDI registry data structures attached.  Reference Appendix I for details on registry roles and accessibility definitions as needed.
Registry User Roles

	Registry User Role
	Acronym

	Administrator and Governance Lead
	AG

	Security Authority
	SA

	Service Provider
	SP

	Service Consumer
	SC


	Artifact Name
	IRD/ICD

	Description
	A formal document that provides FAA interface requirements between two elements, including type of interface (electrical, pneumatic, hydraulic, etc.) and the interface characteristics (functional or physical). (NAS System Engineering Manual)


	Datatype
	pdf or word document

	Earliest Lifecycle Stage Required/Recommended
	Recommended in Proposed stage, required in Development stage

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel


	Artifact Name
	SLA

	Description
	A set of pre-defined and established expectations for levels of performance, usually realistic and measurable, between a consumer(s) and a service provider
.

	Data type
	pdf or word document

	Earliest Lifecycle Stage Required/Recommended
	Required at Development stage

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel


	Artifact Name
	WSDL (v2.0)

	Description
	Web Services Description Language, a standard XML format for describing the interface of a Web Service


	Data type
	wsdl

	Earliest Lifecycle Stage Required/Recommended
	Required at Development stage

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel


	Artifact Name
	XML Schema

	Description
	XML is a specification of the World Wide Web Consortium (W3C). XML is a subset of Standard Generalized Markup Language that constitutes a particular text markup language for the interchange of structured data
. An XML Schema describes the structure of an XML document

	Data type
	xsd

	Earliest Lifecycle Stage Required/Recommended
	Development stage

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel


	Artifact Name
	WSDD

	Description
	The WSDD provides the details needed to completely describe a web service as a part of FAA’s implementation of a Service Oriented Architecture (SOA)
.

	Data type
	Word document

	Earliest Lifecycle Stage Required/Recommended
	development

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel


	Artifact Name
	WS-Policy Files

	Description
	The Web Services Policy Framework (WS-Policy) provides a general purpose model and corresponding syntax to describe the policies of a Web Service. WS-Policy defines a base set of constructs that can be used and extended by other Web services specifications to describe a broad range of service requirements and capabilities
.

	Data type
	xml

	Earliest Lifecycle Stage Required/Recommended
	Development Stage

	Accessibility
	AG+SP+Authorized SC

	Associated UDDI Structure 
	bindingTemplate/tModel






























































































































































� Metadata and artifacts are together referred to as meta-information.





� A system or controlled list of values by which to categorize or classify objects. FAA-STD-064 Service Registration draft version, Aug. 2008


� Source: UDDI v3.0.2 Specification


� North American Industry Classification System (NAICS): � HYPERLINK "http://www.census.gov/eos/www/naics/" ��http://www.census.gov/eos/www/naics/�


� The United Nations Standard Products and Services Code® (UNSPSC®): http://www.unspsc.org/


� ISO 3166 is a three-part standard published by the International Organization for Standardization (ISO), and defines codes for the names of countries, dependent territories, and special areas of geographical interest, and their principal subdivisions: http://www.iso.org/iso/english_country_names_and_code_elements


� CategoryBag:  a UDDI element. It is a list of name-value pairs that are used to tag a businessEntity with specific taxonomy information (e.g. industry, product or geographic codes).


� IdentifierBag: a UDDI element. It is a list of name-value pairs that can be used to record identifiers for a businessEntity.


� Source: UDDI v3.0.2 Specification


� Mapping of UDDI entities to entities in the ebXML Registry Information Model (ebRIM) is provided in Appendix C.


� This list may change to comply with FAA-STD-066 at the time when FAA-STD-066 is completely defined


� Regular expressions A regular expression is a pattern that uses a special syntax to describe the content of a text field. It can be used either to validate that the string contains a valid value or alternatively it can be used to format a value entered so that it matches the specified format. For further Regular Expression reference, check � HYPERLINK "http://www.regular-expressions.info/reference.html" ��http://www.regular-expressions.info/reference.html� 


� According to FAA-STD-064, a postal address SHALL be composed in accordance with �HYPERLINK  \l "Reference_UPS_Pub28"��USPS Publication 28 – Postal Addressing Standards� (� HYPERLINK "http://pe.usps.gov/text/pub28/welcome.htm" ��http://pe.usps.gov/text/pub28/welcome.htm�)


� According to FAA-STD-064, a postal address SHALL be composed in accordance with �HYPERLINK  \l "Reference_UPS_Pub28"��USPS Publication 28 – Postal Addressing Standards� (� HYPERLINK "http://pe.usps.gov/text/pub28/welcome.htm" ��http://pe.usps.gov/text/pub28/welcome.htm�)


� SWIM Service Specification Document (SvSD) Segment1, Release 1.6, March 31, 2009


� iTKO's LISATM Virtualize offers unmatched value throughout the IT lifecycle, by capturing and modeling a Virtual Services Environment (VSE) within LISA, which acts as a robust behavioral simulation of a service and its underlying implementation layers. With VSE, multiple teams can design and test services in parallel, without the burden of dependency on constrained live service implementations and systems, or maintaining costly replicated test environments.  � HYPERLINK "http://www.itko.com/" ��http://www.itko.com/� 


� FAA SWIM Version Management Policies, Version 1.1, February 19, 2009.


� This is consistent with the Service Lifecycle Stage taxonomy definition in FAA-STD-066 


� FAA Order 1370.84 “Internet Services”, March 04, 2002


� FAA Order 1600.75 “Protecting Sensitive Unclassified Information”, Feb.1,  2005


� FAA Order 1200.22 “External Request to NAS Data”, Feb.26, 2008


� Whether SIPs will provide authentication tokens to the SIP service consumers remains to be defined in governance policies.


� JMS (Java Message Service), � HYPERLINK "http://java.sun.com/products/jms/" ��http://java.sun.com/products/jms/� 


� REST (REpresentational State Transfer), � HYPERLINK "http://en.wikipedia.org/wiki/Representational_State_Transfer" ��http://en.wikipedia.org/wiki/Representational_State_Transfer� 


� SOAP (Simple Object Access Protocol), � HYPERLINK "http://www.w3.org/TR/soap/" ��www.w3.org/TR/soap/� 


� FAA-STD-066,  Web Service Taxonomies.  May 28 2009


� UDDI v3.0.2 Specification


� Preparation of Web Service Description Documents, May 26, 2009


� FAA-STD-065,Preparation of Web Service Description Documents, May 26, 2009


� NAS System Engineering Manual, version 3.1, 06/06/2006


� Note: The publisherAssertion data type is not used for the current SWIM service registry. Future use of this data type may be possible if needed.


� Metadata and artifacts are together referred to as meta-information.





� SWIM Governance Use Cases, v0.2 Draft, April, 2009


� In Segment 1a Policy Server will not be implemented or deployed.


� FAA-STD-025F, Preparation of Interface Documentation, November 30, 2007  


� Preparation of Web Service Description Documents, May 26, 2009


� Preparation of Web Service Description Documents, May 26, 2009


� FAA-STD-065 Preparation of Web Service Description Documents, May 26, 2009


� FAA-STD-065 Preparation of Web Service Description Documents, May 26, 2009


� Web Services Policy 1.2 - Framework (WS-Policy), W3C,  April 25, 2006
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