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Attachment J-3

SWIM Service Registry/Repository (SRR) Requirements Compliance Summary


The table contained in this section must be completed and returned by all Offerors with their Proposals.   The table contains the Government’s requirements for the SWIM SRR Software, as identified in Section J-2.    It identifies two categories of requirements: must-have requirements and desirable requirements.  Headings inserted into the table indicate which requirements are in which category.  

The Table below must be completed for each product proposed in response to the SIR.    The completed Table must be attached to the Offeror’s Technical and Business Proposal and submitted with it as Appendix A, per the instructions provided in Section L of the SIR.

INSTRUCTIONS FOR COMPLETION OF TABLE

Req #:  Provides the requirement number.  

Requirement Text:  Provides the technical requirement.     

Must/Desirable:  Indicates whether the requirement or a portion of a requirement is a “must-have” as indicated by “M” or “desirable” as indicated by “D”.  

Compliance:  In the appropriate column, indicate if your proposed product is fully compliant or partially compliant with each requirement by checking the appropriate box.   Full compliance does not include the capability to customize code unless specifically cited in the requirement.  For any requirement for which the product is partially compliant, provide a roadmap for full compliance (if available) including dates in the Comments column.  

Supporting Information:  In addition to completing the Compliance column, Offerors should provide supporting information as requested.  Use the Comments column to provide the requested information.  Additional pages may be attached if necessary, but should be clearly marked to identify the requirement that the information supports.   Note:  Appendix A is not restricted by the page limit required for the Offeror’s Proposal.  The Offeror is encouraged to provide explicit examples of configuration files and/or to cite examples in the product documentation provided with the proposal, as appropriate.  If the example in the product documentation or configuration file contains multiple items, the Offeror must indicate which portions apply to the requirement being addressed.    

References to “Core Services” refer to IT infrastructure for implementing Interface Management, Messaging, Security, and Enterprise Service Management.   

	Requirement Text
	M-Must; 
D-Desirable
	Compliance 
	Supporting Information Requested
	Comments

	
	
	Full
	Partial
	
	

	General Requirements

	3.1.1-1 The SWIM Service Registry shall provide a registry of NAS service metadata for authorized users.
	M
	
	
	
	

	3.1.1-2 The SWIM Service Registry shall provide a repository of NAS service artifacts for authorized users.
	M
	
	
	
	

	3.1.1- 3 The SWIM Registry/Repository shall associate each user with one or more of the roles of publisher, consumer, governance lead, or administrator.
	M
	
	
	
	

	3.1.1-4  The SWIM Service Registry shall support user groups, such as FAA, non-FAA, Airline, Department of Defense, etc
	M
	
	
	
	

	3.1.1-5 The SWIM Registry/Repository shall associate permissions with user role and user group.
	M
	
	
	
	

	3.1.1-6 The SWIM Registry/Repository shall enforce permissions based on user role and user group.
	M
	
	
	
	

	3.1.1-7 The SWIM Registry/Repository shall permit authorized users access to service meta-information in accordance with their respective authorizations.
	M
	
	
	
	

	3.1.1-8 The SWIM Registry/Repository shall permit administrators and governance leads access and control privileges in accordance with their authorizations.
	M
	
	
	
	

	3.1.1-9 The SWIM Registry/Repository shall maintain a list of authorized consumers for each NAS service.  Note:  Consumers must provide identification and contact information (both machine and human-readable) for each registered service they are consuming. 
	M
	
	
	
	

	3.1.1-10 The SWIM Registry/Repository shall provide a change notification capability for selected events, such as changes to NAS service meta-information. 
	M
	
	
	
	

	3.1.1-11 The SWIM Registry/Repository shall provide logically-separate partitions for NAS service meta-information that: (1) has been published but is not yet approved, and, (2) has been approved and registered (i.e. it is discoverable). 
	M
	
	
	
	

	3.1.1-12 The SWIM Registry/Repository shall support the realization of the governance policies listed in Appendix A. 
	
	
	
	
	

	Navigation and Discovery

	3.1.2-1
 The SWIM Registry/Repository shall allow authorized users to browse NAS service meta-information based on taxonomy relationships.
	M
	
	
	
	

	3.1.2-2
 The SWIM Registry/Repository shall restrict browsing based on user role and user group.
	M
	
	
	
	

	3.1.2-3
 The SWIM Registry/Repository shall allow authorized users to query for searchable NAS service meta-information based on query criteria that includes logical name, taxonomy elements and other parameter values.
	M
	
	
	
	

	3.1.2-4
 The SWIM Registry/Repository shall support keyword-based queries. 
	M
	
	
	
	

	3.1.2-5
 The SWIM Registry/Repository shall support conditional queries.
	M
	
	
	
	

	3.1.2-6
 The SWIM Registry/Repository shall support compound queries.
	M
	
	
	
	

	3.1.2-7
 The SWIM Registry/Repository shall allow authorized users to view only the NAS service meta-information they are authorized to view.
	M
	
	
	
	

	3.1.2-8
The SWIM Registry/Repository shall allow only registered NAS services to be discovered
	M
	
	
	
	

	3.1.2-9 The SWIM Registry/Repository shall provide both textual and graphical views of NAS service metadata defined by [STD-064] and [STD-065].
Note:  Graphical view refers to the types of presentations offered by commercial WSDL editors or XML viewers.
	M
	
	
	
	

	3.1.2-10 The SWIM Registry/Repository shall provide a means for authorized consumers to view and/or download NAS service artifacts defined by [STD-064] and [STD-065]. 
	M
	
	
	
	

	3.1.2-11 The SWIM Registry/Repository shall allow only authorized consumers to access NAS service artifacts defined by [STD-064] and [STD-065].
	M
	
	
	
	

	3.1.2-12 The SWIM Registry/Repository shall support different metadata views for different user roles and user groups.


	M
	
	
	
	

	3.1.2-13 The SWIM Registry/Repository shall allow search and navigation to artifacts such as application development tools.  
Note:  The publisher may at their option provide development tool artifacts that could facilitate the development of service clients.

	M
	
	
	
	

	3.1.2-14 The SWIM Registry/Repository shall allow NAS services to be discovered at all stages of their lifecycles.  


	M
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Publication

	3.1.3-1
The SWIM Registry/Repository shall accept publications from authorized publishers of service metadata, service artifacts, and organizational information.
	M
	
	
	
	

	3.1.3-2
The SWIM Registry/Repository shall verify completeness and correctness of published NAS service meta-information.
	M
	
	
	
	

	3.1.3-3  The SWIM Registry/Repository shall accept publications of those meta-information elements associated with each NAS service lifecycle stage.  

Note:  The associated service meta-information will evolve with lifecycle stages.  The meta-information elements associated with each stage remain largely TBD; however, [STD-065] and [SWIM SRT] provide guidance in this area.
	M
	
	
	
	

	3.1.3-4
 The SWIM Registry/Repository shall permit publishers to publish NAS service meta-information for only those services they are authorized for.
	M
	
	
	
	

	3.1.3-5
 The SWIM Registry/Repository shall delete registered NAS service meta-information at the request of its authorized publisher and the approval of the administrator or governance lead.
	M
	
	
	
	

	3.1.3-6
The SWIM Registry/Repository shall allow registered NAS service meta-information to be modified by its authorized publisher with the approval of the administrator.
	M
	
	
	
	

	3.1.3-7
 The SWIM Registry/Repository shall archive NAS service meta-information at the request of its authorized publisher or the administrator. 
Note:  Meta-information archiving requires further analysis
	M
	
	
	
	

	3.1.3-8
 The SWIM Registry/Repository shall notify consumers when service meta-information has been modified or deleted in accordance with their change notification subscriptions.
	M
	
	
	
	

	3.1.3-9
 The SWIM Registry/Repository shall provide requesting publishers a report on associated consumer change notification subscriptions.
	M
	
	
	
	

	3.1.3-10 The SWIM Registry/Repository shall accept publications of virtual service meta-information from authorized publishers.  Note:  A virtual service might consist of a service presented via an XML appliance or a binding stub for client software testing.

	M
	
	
	
	

	Meta-Information Management

	3.1.4-1
 The SWIM Registry/Repository shall store NAS service organization information, including contact name(s), phone numbers, locations and e-mail addresses, in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	
	

	3.1.4-2
 The SWIM Registry/Repository shall maintain a unique namespace for each NAS service-providing organization and service using the Uniform Resource Name (URN) form of Uniform Resource Identifier (URI) assigned by the administrator, in accordance with [STD-063] and [STD-064].
	M
	
	
	
	

	3.1.4-3
The SWIM Registry/Repository shall store NAS service metadata, including binding, versioning and lifecycle stage information, and relationships to other services, in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	
	

	3.1.4-4
The SWIM Registry/Repository shall store NAS service artifacts, including IRDs, WSDL files, WS-Policy files, XSD files and service-level agreements, in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	
	

	3.1.4-5
 The SWIM Registry/Repository shall store all documentary elements of service contracts, including static quality of service (QoS) objectives for NAS services, if any, in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	
	

	3.1.4-6
 The SWIM Registry/Repository shall store meta-information for multiple versions of a NAS service, in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	
	

	3.1.4-7
 The SWIM Registry/Repository shall store NAS service meta-information using the taxonomies defined in [SWIM SRT], in accordance with [STD-065].
	M
	
	
	
	

	3.1.4-8
 The SWIM Registry/Repository shall allow the extension of metadata and artifacts associated with NAS services by the administrator. 
	M
	
	
	
	

	3.1.4-9
 The SWIM Registry/Repository shall allow NAS service meta-information to be assigned new taxonomy associations by the administrator.
	M
	
	
	
	

	3.1.4-10 The SWIM Registry/Repository shall store inter-service dependency information to enable impact analysis of NAS service changes.   Note:  Changes to services are likely to impact service consumers, and thus it is essential to know the identity of those consumers.
	M
	
	
	
	

	3.1.4-11 The SWIM Registry/Repository shall support taxonomies of arbitrary depth in accordance with [SWIM SRT].
	M
	
	
	
	

	3.1.4-12 The SWIM Registry/Repository shall allow the administrator to create taxonomies.  
	M
	
	
	
	

	3.1.4-13 The SWIM Registry/Repository shall allow the administrator to modify taxonomies.
	M
	
	
	
	

	3.1.4-14 The SWIM Registry/Repository shall allow the administrator to delete taxonomies.
	M
	
	
	
	

	3.1.4-15The SWIM Registry/Repository shall support customizable, extensible and composable taxonomies in addition to the taxonomies required by [UDDIv3], [SWIM SRT] and [STD-065].  
	M
	
	
	
	

	3.1.4-16 The SWIM Registry/Repository shall be able to import and export taxonomies as [UDDIv3] XML files.
	M
	
	
	
	

	3.1.4-17 The SWIM Registry/Repository shall allow the administrator to define and extend taxonomy-based elements by means of a GUI.
	M
	
	
	
	

	3.1.4-18  The SWIM Registry/Repository shall ensure the uniqueness of publisher-assigned reference keys in the registry via partitioning of the key space or other mechanism, in accordance with [STD-064].  Note:  [UDDIv3] describes key space partitioning in Section 5.2.2.1.

	M
	
	
	
	

	Policy Management and Governance

	3.1.5-1
The SWIM Registry/Repository shall store policies that comply with WS-Policy and WS-Security Policy, in accordance with [UDDIv3].
	M
	
	
	
	

	3.1.5-2
 The SWIM Registry/Repository shall store policies for consumption of NAS services (e.g. the consumers authorized to consume the service), in accordance with [STD-064], [STD-065] and [SWIM SRT].
	M
	
	
	.  
	

	3.1.5-3
 The SWIM Registry/Repository shall enforce conformance to defined design-time governance policies when NAS service meta-information is published or modified by either rejecting the meta-information or accepting it as invalid and automatically notifying responsible parties.
Note:  Such a design-time policy might be the set of meta-information elements that are required to be published at a given service lifecycle stage.
	M
	
	
	
	

	3.1.5-4
 The SWIM Registry/Repository shall provide centralized design-time version management of policies. 
	M
	
	
	
	

	3.1.5-5
 The SWIM Registry/Repository shall provide integrated version management of policies that govern its behavior.
	M
	
	
	
	

	Workflow and Lifecycle Management

	3.1.6-1
 The SWIM Registry/Repository shall maintain NAS service status information, including program approval, acquisition management and service evolution.
	M
	
	
	
	

	3.1.6-2
 The SWIM Registry/Repository shall allow specification of different service meta-information at different NAS service lifecycle stages.  
	M
	
	
	
	

	3.1.6-3
 The SWIM Registry/Repository shall ensure the publication of all required service meta-information each NAS service lifecycle stage.
	M
	
	
	
	

	3.1.6-4 The SWIM Registry/Repository shall provide integrated version management for registered NAS services.
	M
	
	
	
	

	3.1.6-5
 The SWIM Registry/Repository shall provide integrated version management for NAS service meta-information. 
	M
	
	
	
	

	3.1.6-6
 The SWIM Registry/Repository shall retire a NAS service registration as directed by the governance lead or administrator.
	M
	
	
	
	

	Measurement and Reporting 

	3.1.7-1
 The SWIM Registry/Repository shall provide customizable reporting capabilities for various static, design-time facets of SOA, including policy conformance, service adoption, and impact analysis. 
	M
	
	
	
	

	3.1.7-2
The SWIM Registry/Repository shall report NAS service dependencies, i.e., those services that depend on each service.
	M
	
	
	
	

	3.1.7-3
 The SWIM Registry/Repository shall report NAS service consumption, i.e., the registered consumers for each service.
	M
	
	
	
	

	3.1.7-4
The SWIM Registry/Repository shall provide customizable reporting capabilities for its administration, including performance and utilization data and activity log detail and summary information.
	M
	
	
	
	

	Security

	3.1.8-1
 The SWIM Registry/Repository shall require user identification and authentication for all transactions.
	M
	
	
	
	

	3.1.8-2
The SWIM Registry/Repository shall provide user/role/group-based access control for viewing, creating, updating and deleting its contents, including importing/ exporting taxonomies and downloading artifacts. 
	M
	
	
	
	

	3.1.8-3
The SWIM Registry/Repository shall enforce access control policies defined for NAS service meta-information. 
	M
	
	
	
	

	3.1.8-4
The SWIM Registry/Repository shall enforce FAA password policies in accordance with [1370.92].
	M
	
	
	
	

	3.1.8-5
 The SWIM Registry/Repository shall restrict access to privileged functions and security-relevant information to the administrator. 

	M
	
	
	
	

	3.1.8-6
 The SWIM Registry/Repository shall provide the means for consumers to verify the integrity and authenticity of registered NAS service meta-information.

	M
	
	
	
	

	3.1.8-7
The SWIM Registry/Repository shall use HTTPS for communications with users who are external to the NAS.

	M
	
	
	
	

	3.1.8-8
 The SWIM Registry/Repository shall interface with LDAP servers for user/role-based authentication and authorization, and management of users and groups. 
 
	M
	
	
	
	

	3.1.8-9
 The SWIM Registry/Repository shall support secure communication with other NAS elements, such as back-end databases, affiliated registries, backup registry users, LDAP servers, etc.
	M
	
	
	
	

	3.1.8-10 The SWIM Registry/Repository shall provide recovery measures from security incidents.
Note:  This is [SR-1000] requirement SR-1000-21890.
	M
	
	
	
	

	Administration

	3.1.9-1
The SWIM Registry/Repository shall log all access and modification attempts with log entries that include user identification/authentication and a date/time stamp.  
	M
	
	
	
	

	3.1.9-2
The SWIM Registry/Repository shall prevent modification of the event data recorded in its activity log. 
Note:  This is [SR-1000] requirement SR-1000-32230.
	M
	
	
	
	

	3.1.9-3 The SWIM Registry/Repository shall archive its activity log information.
	M
	
	
	
	

	3.1.9-4
The SWIM Registry/Repository shall provide administrative control of all logs, events and errors, including threshold values and event criticality values.
	M
	
	
	
	

	3.1.9-5  The SWIM Registry/Repository shall provide customizable, filtered views of logs.
	M
	
	
	
	

	3.1.9-6 The SWIM Registry/Repository shall provide replication management of its contents for disaster recovery.
	M
	
	
	
	

	3.1.9-7 The SWIM Registry/Repository shall provide automated installation mechanisms, such as via install scripts.
	M
	
	
	
	

	3.1.9-8 The SWIM Registry/Repository shall provide centralized management and administration of user, role and group privileges.

	M
	
	
	
	

	3.1.9-9 The SWIM Registry/Repository shall provide centralized management and administration of the views presented to users, roles and groups.

	M
	
	
	
	

	3.1.9-10 The SWIM Registry/Repository shall provide control and management of access to service metadata and artifacts for users, roles and groups.
	M
	
	
	
	

	3.1.9-11 The SWIM Registry/Repository shall provide SMTP-based notification of administration-related events.
	M
	
	
	
	

	3.1.9-12 The SWIM Registry/Repository shall provide backup and restore capability.
	M
	
	
	
	

	3.1.9-13 The SWIM Registry/Repository shall provide a priority based inter-registry synchronization capability.
	M
	
	
	
	

	3.1.9.-14 The SWIM Registry/Repository shall provide the capability for the administrator to monitor its activities.
	M
	
	
	
	

	Integration and Standards

	3.1.10-1 The SWIM Registry/Repository shall comply with [SSR IRD].
	M
	
	
	
	

	3.1.10-2 The SWIM Registry/Repository shall comply with [UDDIv3].
	M
	
	
	
	

	3.1.10-3 The SWIM Registry/Repository web service interface shall comply with [SWIM BP].
	M
	
	
	
	

	3.1.10-4 The SWIM Registry/Repository web service interface shall comply with [SWIM BSP].
	M
	
	
	
	

	3.1.10-5 The SWIM Registry/Repository shall support the policy authoring standards:  XPath, XQuery, XSLT.
	M
	
	
	
	

	3.1.10-6  The SWIM Registry/Repository shall support the artifact validation and presentation standards:  XML, XSD, XSLT.
	M
	
	
	
	

	3.1.10-7 The SWIM Registry/Repository shall support the workflow validation standards:  XPath, XQuery, XSLT.
	M
	
	
	
	

	3.1.10-8  The SWIM Registry/Repository shall support the configuration, taxonomy import/export and service import/export standards:  XML, XSD, XSLT.
	M
	
	
	
	

	3.1.10-9  The SWIM Registry/Repository shall be capable of parsing and interpreting WSDL 2.0 files.
	M
	
	
	
	

	3.1.10-10  The SWIM Registry/Repository shall support WS-Security for authentication and encryption via its web service interface.
	M
	
	
	
	

	3.1.10-11 The SWIM Registry/Repository shall support SSL/TLS for encryption via its user interface.
	M
	
	
	
	

	3.1.10-12 The SWIM Registry/Repository shall support X.509 Certificates for authentication via its user interface.
	M
	
	
	
	

	3.1.10-13 The SWIM Registry/Repository shall provide alerts via SNMP.
	M
	
	
	
	

	3.1.10-14 The SWIM Registry/Repository shall be able to be monitored via JMX.
	M
	
	
	
	

	3.1.10-15 The SWIM Registry/Repository shall enable authorized users to submit and access meta-information of any type through Web-based user interfaces and/or IDE plug-ins.  
	M
	
	
	
	

	Interface Security Requirements

	R0001 The service registry shall comply FAA Order 1370.82, Information System Security Program, as amended.  
	M
	
	
	
	

	R0002 The service registry shall comply with  NIST FIPS Publication 200, Minimum Security Requirements for Federal Information and Information Systems, Information and Authentication requirements.
	M
	
	
	
	

	R0003 The service registry shall comply with NIST FIPS Publication 200, Minimum Security Requirements for Federal Information and Information Systems, Access Control requirements.  .
	M
	
	
	
	

	Web Service Functional Requirements

	R0004 The service registry shall provide a Graphical User Interface (GUI) front end to the all registry functionalities as described herein.
	M
	
	
	
	

	R0005 The service registry shall support implementation of functionalities through the set of Application Programming Interface (API) messages described in section 3.2.2.3 of [SIRD].
	M
	
	
	
	

	R0006 All functionality described in this section shall be supported through both API and GUI interfaces.
	M
	
	
	
	

	User Registration

	R0007 The service registry shall permit a user to register as a service publisher, a service consumer, or both.
	M
	
	
	
	

	Services Publication

	R0008 The service registry shall allow a service publisher to publish information about a business, services that business has to offer, and technical descriptions of the services.  Refer to section “3.2.2.3.2 Publishing messages” in the [SSR IRD] for detailed descriptions.
	M
	
	
	
	

	R0009 The service registry shall allow a user to maintain a published service description based on the user’s authority and relevance to service ownership.
	M
	
	
	
	

	R0010 The service registry SHALL ensure that information that comprising a published service description is fully compliant with the UDDI v3.0 specification.
	M
	
	
	
	

	R0011 In addition to the taxonomies required by UDDI v3.0, customizable taxonomies shall also be allowed.
	M
	
	
	
	

	Service Inquiry

	R0012 The service registry shall allow a user to browse the registry’s contents.
	M
	
	
	
	

	R0013 The registry shall allow a user to query the Registry as described in section 3.2.2.3 of this Document [SSR IRD].  Refer to section “3.2.2.3.1 Inquiry messages” in the [SSR IRD] for detailed descriptions.

	M
	
	
	
	

	Subscription Notification

	R0014 The service registry shall allow a user to subscribe, i.e., record his/her interest in receiving information concerning changes made or to be made to the registry.
	M
	
	
	
	

	R0015 The service registry shall notify a subscribed user when changes to the registry are planned or have occurred.  Refer to section “3.2.2.3.4 Subscription messages” in the [SSR IRD] for detailed descriptions.

	M
	
	
	
	

	Metadata Management

	R0016 The service registry shall allow a user to create and manage a customizable taxonomy based on the user’s authority and relevance to service ownership.
	M
	
	
	
	

	R0017 In order to interact with other open access registries, the service registry SHALL provide export/import capabilities for registry resources.

	M
	
	
	
	

	Import/Export of Registry Data

	R0018 The export/import data and/or query SHALL be rendered as an XML document fully compliant with UDDI v.3 replication schema [http://www.oasis-open.org/committees/uddi-spec/doc/spec/v3/schema/uddi_v3replication.xsd].
.
	M
	
	
	
	

	Message Content

	R0019 All messages either sent or received by the SWIM service registry shall

conform to definitions provided in subsections 3.2.2.3.1 through 3.2.2.3.4 in the [SSR IRD].
	M
	
	
	
	

	Relationship Among Messages

	R0020 All messages, except message notify_subscriptionListener, shall behave

synchronously.
	M
	
	
	
	

	R0021 All messages, except message notify_subscriptionListener, shall implement In-

Out pattern. (See “Web Services Description Language (WSDL) Version 2.0 Part 2:

Message Exchange Patterns” Section 3.3 for definition of the pattern
.)
	M
	
	
	
	

	R0022 Message notify_subscriptionListener, when used, shall behave asynchronously.


	M
	
	
	
	

	R0023 Message notify_subscriptionListener shall implement Out-In pattern. (See

“Web Services Description Language (WSDL) Version 2.0 Part 2: Message Exchange

Patterns
” Section 3.7 for definition of the pattern.)


	M
	
	
	
	

	Error Handling Requirements

	R0024 Each message call shall either succeed completely or fail completely, i.e., it

shall be “atomic” from a caller perspective.


	M
	
	
	
	

	R0025 Partial results shall not be returned.


	M
	
	
	
	

	R0026 If any application level error occurs in processing a request message, a dispositionReport element shall be returned to the caller within a SOAP fault report.
	M
	
	
	
	

	Protocol Implementation

	R0027 All messages between clients and registry and vice versa shall use SOAP messaging protocol.
	M
	
	
	
	

	Application Layer Services

	R0028 The Application Layer shall be compliant with the sets of APIs defined in
 UDDI v.3.0.  Refer to Appendix B in the [SSR IRD] for UDDI API XML Schema. See section 3.2.2.3 in the [SSR IRD] for detailed description of the API.  


	M
	
	
	
	

	Transport Layer Services

	R0029 All registry messages shall use HTTP version 1.1 as a transport protocol.  See FAA-STD-039 for definitions and topology of network layers which underlie the transport layer.

	M
	
	
	
	

	Special Verification Requirements

	R0030 The registry shall be compliant with WS-I Basic Profile.
	M
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Functional Desirables

	4.1-1 The SWIM Service Registry should support JAXR API-based clients.
	D
	
	
	
	

	4.1-2 The SWIM Service Registry should support external Oracle databases.
	D
	
	
	
	

	4.1-3 The SWIM Service Registry should be capable of federation, replication and interoperability with other FAA registries and repositories.
	D
	
	
	
	

	4.1-4 The SWIM Registry/Repository should be capable of policy-based federation with synchronization of contained service meta-information based on defined attributes (e.g., lifecycle promotion, usage metadata, etc.). 
	D
	
	
	
	

	4.1-5 The SWIM Registry/Repository should validate published WSDL files for compliance with [SWIM BP].
	D
	
	
	
	

	4.1-6
The SWIM Registry/Repository should validate published WSDL files for compliance with [SWIM BSP].
	D
	
	
	
	

	4.1-7
The SWIM Registry/Repository should provide capabilities to automatically discover existing services running within standard runtime environments, such as J2EE or .Net.
	D
	
	
	
	

	4.1-8 The SWIM Service Registry should support the following types of queries:
Note:  This is just an example and not an exhaustive list of the types of queries that should be supported by the Registry/Repository.


	
	
	
	
	

	4.1-8.a  find all WSDL documents that use a specified namespace pattern


	D
	
	
	
	

	4.1-8b  find all NAS services that have a certain text pattern in their documentation


	D
	
	
	
	

	4.1-8c  find all service bindings that are SOAP bindings AND use DOC literal style AND do not use HTTP as transport


	D
	
	
	
	

	4.1-8d  find all WSDL documents containing a specified string of characters


	D
	
	
	
	

	4.1-8e  find documents and/or services based on “wild card” values.
	D
	
	
	
	

	4.1-9
The SWIM Registry/Repository should be capable of inter-working with anti-virus and intrusion detection software to prevent attacks from malicious software. 


	D
	
	
	
	

	Performance 

	4.2-1 The SWIM Service Registry should require minimal computational and memory resources, for example it should require less than 50% of CPU capacity.   
	D
	
	
	
	

	4.2-2 The SWIM Registry/Repository should support the following capacity limits:
	
	
	
	
	

	4.2-2a 1 terabyte of storage
	D
	
	
	
	

	4.2-2b 10 versions of a service
	D
	
	
	
	

	4.2-3
The SWIM Registry/Repository should provide a configurable capacity threshold with notification to administrator.
	D
	
	
	
	


� “Authorized service providers” in the context of this document includes those persons representing organizations authorized to provide services in the SWIM environment.
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